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Summary

Product Overview

Vinchin Backup & Recovery is an easy-to-use, secured and reliable virtual machine data protection software
designed to support multiple hypervisors including VMware vSphere, Citrix XenServer, RedHat Virtualization and
open-sourced KVM under different virtual environments. It is an image-based agentless backup product which can
be seamlessly integrated with your existing virtualization environments.

Vinchin Backup & Recovery supports Web Ul management which allows users to manage & monitor any of their
backup/restore tasks on either PC, mobile or tablet device. Flexible backup schedules set by daily, weekly, monthly
let the backup jobs run as scheduled without system manager. All you need to do is to pre-set the job schedule
when first running the software. Meanwhile, the Retention Policy helps users “save the valid” and “delete the
expired” backed up data, so as to ensure the continuous operation of the backup tasks and same time save data
repository space. When a disaster occurs cause the damage of the virtual machines, you only need to choose the
latest restore point and specify a target host to restore to, the virtual machines will be recovered to the
pre-disaster status. To help the administrators monitor and review their backup & restore jobs, Vinchin Backup &
Recovery supports current jobs view, history jobs review, system logs review and management etc.

Key Features

® High Compatibility: Supports VMware, XenServer, RedHat, OpenStack, Sangfor, H3C, Inspur and other
open-sourced KVM / XenServer based hypervisors .

® Agentless Backup: No need to install any agent on guest OS, Vinchin Backup & Recovery system directly
protects VMSs on hypervisor-level, leads non-consumption of OS resources. Thus to reduce VM deployment
and maintenance workload.

® Smart Backup Strategy: Flexible & smart backup strategies help to do backup & restore jobs as scheduled
according to your actual demands in different scenarios.

»  Time granularity of full backup, incremental backup and differential backup can be set to minute-level.
Which means your backup job can be automatically repeated every xxx hours/minutes/seconds.

»  Multiple VMs can be backed up and restored concurrently under virtual environments.

»  CBT and valid data comparison technology realizes valid data backup in VMs, and minimizes the backup
time.

»  Use bank grade AES encryption to secure the transmission of VM backups. Also support data
logic/physical isolation.

® LAN-Free Data Transfer: Using LAN-Free to backup and restore for VMware, XenServer and RHV under SAN



environment helps speed up backup and recovery time, lower the production system load.

® Instant VM Recovery: Instant VM Recovery helps to recover TB sized VMs in 15 secs, all business recovery in 1
min, minimized the break-off time of critical businesses.

® Quick-verify Recovery Availability: Recovering the VM backups to Data Verification Area (which is isolated
with Business Area) by Instant VM Recovery helps to quick-verify the availability of backed up data.

® Full VM Recovery: When any damage or mistaken-delete happens to the backed up VM, you can fully restore
it from any backup point in time rather than just "the latest backup point".

® Live Migration: After instantly recovering, the VM can be synchronously migrated to the production area via
virtualization platform live-migration or Vinchin Backup & Recovery's live migration function without
effecting the normal operation of your business.

Platform Support

Vinchin Backup & Recovery supports for the following virtualization platforms:
VMware ESXI: 4.0 41 50 51 55 6.0 6.5 6.7 VSANG6.x
Citrix XenServer: 5.6 6.x 7.

RedHat RHV/Ovirt: 4.0 4.1 4.2

Sangfor HCI:  5.x

>

>

>

» OpenStack + Ceph
>

» H3CCAS: CAS3.0E0303/E0306
>

Inspur InCloud Sphere: 4.0 4.5

System Login

Deploy the Vinchin Backup & Recovery in your virtual environment by following “Quick Installation Guide”. Then
you are able to access the below Vinchin Backup & Recovery Web Ul Login Portal by entering corresponding IP
address (e.g. http://192.168.65.1) via web browser (Google Chrome is recommended).

Default username: admin

Default Password: 123456


http://192.168.65.1/

vinchin

Vinchin Backup & Recovery

m e

Login ®
Forgot password?

You can contact the administrator to reset your
password

Copyright © 2017 Vinchin Tech Co. Ltd. @version@®

Note: If you forget your password:
1. Operator/Auditor, please contact your administrator to reset your password.
2. Administrator, please contact Vinchin Support Team to reset your password.

Home Page Overview

vinchin "

# Dashboard » [ 2017-12-20 16:13:38

23.2Hours 57.4GB 22Jobs
System Uptime Total Backup History Current

@ VM & Repository X ¢4 Job Monitor v X

8 - procted Used S @ Current Job D History Job

@8 vM-Unprotected 0 Free Space
E [Backup|Redhat RHV/OvirtBackup 1 [EERERY AMB/—
B mackuniCiuix XenServerBackupt

B ackupiiac cassackupt

@ CPU Usage
[E] ®ackupiinCiond sphereBaciupt
12%
o09% B ackupivimvars vsphersBackupt
0.6%
0.3%
0%+

wa Network Flow

1.2KB/s
0.9K8/s
0.6K8/s
0.3K8/s

OKB/s

“System Uptime” is the system running time from the initial start-up to present (now).

“Total Backup” shows the accumulative backup size from the first backup to the latest backup.
“Current” shows current running job quantity.

“History” shows performed job quantity.

“CPU Usage” shows the CPU usage of the Vinchin backup server.

“Network Flow” shows the real-time network traffic of the system.

Vinchin Backup & Recovery | User Guide 3



“VM & Repository” shows the number of protected/unprotected VMs and used/free space of backup repository.

“Current Job” shows the current job list, click “more” to review the current job details at “current Job” page.
“History Job” shows the history job list, click “more” to review the history job details at “History Job” page.

Getting Started

Upload Vinchin Backup & Recovery system licence.key, details please refer to System License.
\finChin # Home 3 25 Resources v

# Dashboard > & Virtual Infrastructure

& Backup Repository

o} LAN-Free Settings OB
& Backup Node | Backup

0.3Hours

System Uptime

. User Management
@ VM & Repository & fEEE
4 System Settings
B0 ym-Protectsd B0 Used Spe
B vi-Unprotected B Eree spa |8 System License (1]

Add a storage location as backup repository, details please refer to Manage Backup Repository.

\Ii nc I‘] i n # Home Backup/Restore 5 Resources -

# Dashboard > & virtual Infrastructure

& Backup Repository

03H0urs o LAN-Free Settings OB
| Backup

System Uptime & Backup Node

€ VM & Repository £, User Management

4 System Settings

B0 y-Protected B Used Sp:
B viv-Unprotected B Free spa £ System License (]

Add a standalone host or a virtual machine cluster which need to be backed up, details please refer to Virtual

Infrastructure.

\Ii Nnc h i n # Home Backuy re 5 Resources v

# Dashboard > | € Virtual Infrastructure |

& Backup Repository

0 3H0urs & LAN-Free Settings OB

System Uptime # Backup Node | Backup

@ VM & Repository 0, User Management

4 Systemn Settings
B Used sp:

B Free Spar 43 System License [ ]

@ 1i-Protected
- VM-Unprotected

Vinchin Backup & Recovery | User Guide 4



Create a new backup job to protect the target VMs, details please refer to Backup/Restore Job.

\[i Nnc h | ] # Home ¥+ Backup/Restore ~ Resources 3

# Dashboard »

® New Job O Monitor & Manage

@& Current Job
0 3H ® < VMRestore D History Job OB

System 5 WM Instant Recovery LJ Restors Foints fckup

= Virtual Machines

@ VM & Repository

B vM-Protected B Used Space
[ VM-Unprotected B rree Space

Vinchin Backup & Recovery | User Guide 5



Resource Management

System License

Before starting backup your VMs, you need to get a license key from Vinchin and successfully activate your license
in Vinchin backup server from Resources — System License as below:

\’ir‘ C I1i|1 ackupi| = 38 Resources ~

& virtual Infrastructure

# Dashboard

& Backup Repository

©f LAN-Free Settings OB

System Uptime & Backup Node | Backup

€ VM & Repository £, User Management

4 System Settings

L3 System License (]

B vM-Protected B ysed sp:
B v\-Unprotected Free Spa

Then go to the System License page, click “Download Thumbprint”, a txt file named “thumbprint.txt” will be
downloaded. Send this txt file to support@Vinchin.com and you will receive an email with corresponding
“license.key” file in a minute.

@ License Info

M Username :
& Download Thumbprint | - & Upload License
) Edition :
8 Ucense : © System License
© Expiration : — 1. Unlicensed system is not allowed to perform any backup! restore job, please follow the instructions below to get the system license
2. Download thumbprint file
3. Send thumbprint file to support@vinchin com to get a license key
License Type : —

4. Upload the license key in the Vinchin Backup & Recovery system
Number of Hosts :

5. If you've already got the license key, please upload it to get your system ficensed
Numer of VMs : —

After receiving the “licence.key” file, click “Upload License”, choose the “licence.key” file and click “open”:
vinchin Home e - | 8 Resources v @ 1 Log/Alert

System License

# License Info

I
I Username :
& Download Thumbprint £ Upload License
(i Edition : —
R License : © System License:

After uploaded the “license.key” file, you will see the detailed information of your username, software edition
(Standard or Enterprise), expiration date, license type and license limitations etc.
If you already have a license in hand, please upload it directly.

If you are using a perpetual license, there will be no expiration date. If you are using a trial license, the license will

Vinchin Backup & Recovery | User Guide 6
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be expired and unavailable after a specified period. Please contact Vinchin Support for a perpetual license before
expiration.

# License Info
1 Username : —
il Edition : Enterprise
R License : )
@ Expiration : 2018-12-26 17:28:05
License Type : Per Host
Number of Hosts : 2/50
Numer of VMs :
Storage Capacity :
Number of CPUSs :
Node Expansion :

Multi-users Unlimited

Manage Backup Repository

Backup repository is a place to store backed up data. Vinchin Backup & Recovery system supports multiple types
of storage as backup repository including Partition, Local Disks, LVM, FC, iSCSI, NFS and CIFS. Users can add any of
them when necessary. Click Resources — Backup Repository as below:

\/inchin Backup/Restore % Resources v )

# Dashboard

0.5H0urs ©f LAN-Free Settings OB
System Uptime h Backup Node | Backup

Add Backup Repository

Click “Add” in the Backup Repository page to add a new backup repository by following below steps:

I I Home Backup/Restore oa Resources v Log/Alert
vinchin : & [ :

Bacdkup Repository

# Backup Repository List

& Edit £ Manage Imported Backups

Name Type Mount Node

First, choose a backup node from the “Node IP address/domain” where you want to mount your backup
repository. If there’s more than one backup node in your virtual environment, choose one of them to mount your
target storage resource as a backup repository.

Second, specify a storage type which you want to add as backup repository as below:

Vinchin Backup & Recovery | User Guide 7



\fi Nnc h i n 2 Resources v @

Add Backup Repository

# Backup Repository Configurations

Node IP address/domain * localhost.localdomain(192.165.101.42) v

Repository will be mounted to the selected backup node.

Storage Type * v

Partition

Local Disk
Name LVM

Fibre Channel

isCsl

NFS

CIFS

Note: Please make sure the specified storage type is the one your production system actually is using.

Third, set up a critical value of storage from storage alert so that when your backup storage is insufficient, system

will alert and send you email notification.

socenet [IEN

Mode Percentage v
Percentage
Size

Value 20 ~ - o

Partition

Choose Partition from the “Storage Type”, system will recognize the un-mounted /un-used partitions as below

shows:

localnost (192.168.101.42)

Repostory will be mounted to the sefected backup node.

Storage Type * Partiion

Select a storage type for the repasitory

Storage Resource *

Name. A Type Capacity
v Idevisdb1 Disk Partition 300GB
Name Partition1

Tick the selected partition, if there is previous backed up data in this partition, you can choose to import the
backups so that you can restore them whenever necessary:

Vinchin Backup & Recovery | User Guide 8



+ Add Backup Repository

Import
Backups

Import Backups

‘The repostory 1o be added contains17restore points.
Selected restore points will be imported to Vinchin
Backup & Recovery system

Format Format

Repository  Format the storage device will wipe all its data

After importing the previous backups, please refer to Manage Imported Backups to manage these backups:

vinchin

Backup Repository

& Backup Repository List

+Add 8 Delete

Page ¢ 1
Name

o

FRE

& Manage Imported Backups

> of1| View 10

DR Drill 2 Resources v

€ virtual Infrastructure

& Backup Repository

3 LAN-Free Settings
Backup Node

v records | Total 2 records & Backup

- Agent Manag:

Type Mount Node de status Capacity Free Space  , Repository Status
e Myasgent

Local Disk Tocalhost localdomain(19 frma 59971GB 244368 Normel

Local Disk localhost localdomain(19 | 2998568 235968 Normel

£, User Management

£ System Settings

R System License

If you don’t want to save these data, you can tick “Format” to format the repository:

Warning: If you choose “Format”, all the data in this repository will be erased.

Local Disk

Choose Local Disk from the “Storage Type”, system will recognize the un-mounted /un-used disks as below:

Node IP address/domain *

Storage Type *

Storage Resource *

Name

localhost localdomain(192.168.101.42)

Repository will be mounted to the selected backup node.

Local Disk
Select a storage type for the repostory
Name 4 Type

Local Disk

Capacity
v Idevisdb 30068

If there s parltion in your storage resource, and you want to save the parttion data, please select * Partition” from the Storage Type.

Local Disk1

Type a name for this repository

Tick the selected disk, a window with Format Storage will come out as below:

Vinchin Backup & Recovery | User Guide 9



+ Add Backup Repository

© The repository to be added /devisdb contains below partitions
Idev/sdb1

After adding, all partitions contained in the repository will be formated and
data will be lost!

If you need to reserve the data, please add the repository from [Partition]!

Format Format

Repository Format the storage device will wipe all its data

o

Warning: If you add a local disk as backup repository, the disk will be forcibly formatted, all the data in this disk
will be erased.

After adding repository completed, you can see the added repositories in the Backup Repository List as below

Backup Repository

1 Backup Repository List

I N e e
Page ¢ 1 of {|View 10 v records per page| Total 1 records

Name Type Mount Node Node Status Capacity Free Space + Repository Status
Local Disk1 Local Disk localhost localdomain(192 168 101 42) [ Hormal | 298 85GB 299 82GB =3

LVM

Choose LVM (Logic Volume) from the “Storage Type”, system will recognize the un-mounted /un-used logic
volumes as below:

Node IP : localhost.

192.168.101.42)
Repository will be mounted to the selected backup node.
Storage Type * Lvm

Select a storage type for the repository

Storage Resource *
9 ] Name A Type Capacity
[v] Idevimapperivinchin_vg-vinchin_ivm LM 200GB

Name LV

Type a name for this repository.

Tick the selected LVM, if there is previous backed up data in this LVM, you can choose to import the backups so
that you can restore them whenever necessary:

Vinchin Backup & Recovery | User Guide 10



+ Add Backup Repository

Import Import Backups
Backups The repository to be added contains17restore points
Selected restore points will be imported to Vinchin
Backup & Recovery system

Format Format
Repository Format the storage device will wipe all its data

Cancel m

After importing the previous backups, please refer to Manage Imported Backups to manage these backups:

\Iin C hi|1 a e DR Drill 88 Resources v og/Ale 2 e -
Backup Repository & virtal Infrastructure
# Backup Repository List
< LA Seftings
& Backup Node

L ofi|View 10 v records|Total 2 records

Name Type Mount Node de Status Capacity Free Space v Repository Status
L3
IR Local Disk localhost localdemain(19 frrma | 599.71GB 24.43GB [ Normal |
= ’
TR Local Disk locahostlocaldomain(19. ¢ e \12nzcement e | 299.85GB 23.59GB [ Norma |

& System Settings

K System License

If you don’t want to save these data, you can tick “Format” to format the repository.

Warning: If you choose “Format”, all the data in this repository will be erased.

After adding a LVM as backup repository, you can see the added repositories on the Backup Repository List page
as below:

& Resources ~

4+ Backup Repository List

I e
Page 1 of 1 View 10 v records per page| Total 1 records

Name Type Mount Node Node Status Capacity Free Space + Repository Status
M1 VM localhost localdomain(192.168.101.42) =3 199.9GB 199.87GB.

Fibre Channel

Choose Fibre Channel from the “Storage Type”, system will recognize the Fibre channel information and WWPN
No. of HBA card. Map the LUN of FC storage server to the backup server. After mapping, choose FC again from the
“Storage Type”, system will recognize the mapped LUN as below:

Vinchin Backup & Recovery | User Guide 11



Node IP address/domain * localhost localdomain(192.168.65.5) v

Repository

Storage Type * Fibre Channel v

Select a storage type for the repository

will be mounted to the selected backup node.

Fibre Channel
! i No. Channel * wwnn ‘wwpn Speed Status
1 host0 20:00:00:1b:32:81:7f:ed 21:00:00:1b:32:81:7f:ed 4Gbit

Map the target FC LUN to the corresponding WWN

Storage Resource * Name 4 Type Capacity

/dev/sdd1 VMware vSphere 318

If there is partition in your storage resource, and you want to save the partition data, please select * Partition” from the Storage Type.

Name Fibre Channel1

Type a name for this repository.

After adding a FC storage as backup repository, you can see the added repositories in the “Backup Repository List”

as below :

vinchin
Bad ory
221 ) ) ey

Page 1 of 1] View 10 v records | Total 1 records
Name Type Mount Node Node Status Capacity Free Space + Repository Status
Fibre Channelt Fibre Channel localhostlocaldomain(192.168.64.213) =3 378 E1]

Note: If you add a FC storage as backup repository, the FC storage will be forcibly formatted, all the data in this
storage will be erased. If there are previous backup data in this FC storage and you don’t want to format it, please
add this storage via “Partition”.

iSCSI

Choose iSCSI from the “Storage Type”, you will see the iSCSI IQN information. Map the LUN of iSCSI storage server
to the backup server IQN. After mapping completed, enter iSCSI server address and click “Scan the Target”, system
will recognize the mapped LUN as below:

Node IP address/domain * localhost localdomain(192.168.101.42)

Repasiory vill bs mounted to the selected backup node.

Storage Type * iscsi .

Select a storage lype for the repository

iSCSI Name * ign. 1994-05.com redhat 347Tbf36bc2cT
ISCSI Server * 192.168.1.183 v 3260 v
Enter IP address of the iSCSI server. Please make sure the network  Port

connection between the backup node and the iSCSI server is
available. ,If multiple paths exist, you can add an address

Scan Target
Target LUN *
Name “ ign Type Capacity
~ Idevisdc ign.2002-10.com infortrend raid uid335812.001 isCsl 500GB
I there is partition in your storage resource, and you want o save the parition data, please select * Partition” from the Sterage Type
Name iscsn

Type a name for this repository.

Choose a LUN and click “OK”, the iSCSI storage will be added successfully. After adding an iSCSI storage as backup

Vinchin Backup & Recovery | User Guide 12



repository, you can see the added repositories in the “Backup Repository List” as below:

& Resources ~

4+ Backup Repository List

I e e
Pags 1 of 1] View 10 v records per page| Total 1 records

Name Type Mount Node Node Status Capacity Free Space + Repository Status
ISCsit iscsi lacalhost localdomain(192 168 101.42) = 499 7568 4997268 Normal

Note: If you add an iSCSI storage as backup repository, it will be forcibly formatted, all the data in this storage will
be erased. If there are previous backup data in this iSCSI storage and you don’t want to format it, please add this

storage via “Partition”.

NFS

Choose NFS from the “Storage Type”, enter your shared folder path as below:

Node IP address/domain * localhost localdomain(192.168.101.42) v

Repository will be mounted to the selected backup node.

Storage Type * NFS v

Select a storage type for the repository

Share Folder * 192.168.67.8:/root/nfs v

NFS share folder, e.g. 192.168.1.10:/path/directory

Name NFS1

Type a name for this repository.

If there is previous backed up data in this storage, you can import these data to Vinchin backup server by ticking

“Import Backups” option so that you can restore them whenever necessary:

+ Add Backup Repository

Import Import Backups
Backups The repository to be added contains11restore points.
Selected restore points will be imported to Vinchin
Backup & Recovery system

After importing the previous backups, please refer to Manage Imported Backups to manage these backups:

Vinchin Backup & Recovery | User Guide 13



vinchin

Backup Repository

# Backup Repository List

& Delete

Home Backup/Restore

& Manage Imported Backups

Page < 1 > ofllView 10
Name

R

FiEE

DR Drill & Resources v

Log/Alert ~ @

@ vintual Infrastructure

& Backup Repository

9 LAN-Free Settings

Sackup Node
~ records | Total 2 records - "
A Age
Type Mount Node de status Capacity
e My agent
Local Disk localhost localdomain(13 VeE frmal | 599.71GB
Local Disk localhostlocaldomain(13 o) o ynooeers frmal | 299.85G8

If you don’t want to import these data, click “OK” without ticking the “Import Backups”.

Free Space

24.43GB

235968

£, admin

+ Repository Status

# System Settings

Q system License

Note: The share folders’ previous data will not be erased when adding NFS storage.

After adding the NFS storage completed, you can see the added repositories in the “Backup Repository List” as

below:

vinchin

+# Backup Repository List

B8 Resources v

I [Ty

Page 1 of 1] View 10
Name
® NFS1

CIFS

Choose CIFS from the “Storage Type”, enter your shared folder path, username and password as below:

Node IP address/domain *

Storage Type *

Share Folder *

Usemame

Password

Name

If there is previous backed up data in this storage, you can import these data to Vinchin backup server by ticking

~ records per page |Total 1 records

Type Mount Node

NFS localhost localdomain(192.166.101.42)

localhost.localdomain(192.168.101.42) v

Repository will be mounted to the selected backup node.

CIFS -

Select a storage type for the repository

/i192 168 67 12/gongxiang v

CIFS share folder, e.g. /192.168.1.10/path/directory

vinchin 4

Usemname for accessing CIFS

Password for accessing CIFS

CIFS1

Type a name for this repository.

Node Status.

Capacity
499.76GB

“Import Backups”, so that you can restore them whenever necessary:

Free Space
190 87GB
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+ Add Backup Repository

Import Import Backups

Backups The repository to be added contains11restore points
Selected restore points will be imported to Vinchin
Backup & Recovery system

After importing the previous backups, please refer to Manage Imported Backups to manage these backups:

vinchin Home Backup/Restore DR Diill £ Resources v Log/Alert © @ 2 admin

Backup Repository & Virtual Infrastructure

& Backup Repository
& Manage Imported Backups

# Backup Repository List

9 LAN-Free Settings

& Backup Node

Page < 1 > ofi|View 10 v records|Total 2 records
. Agent Management

Name Type Mount Node de Status Capacity Free Space  y Repository Status

B My agent

=) Local Disk Iocalhost localdomain(19. VeE frmi 599.71GB 24.43GB Normel

. .
R Local Disk localhostiocaldomain(19 o (oo frma | 299.85GB 235968 Normal

# System Settings

Q system License

If you don’t want to import these data, click “OK” without ticking the “Import Backups”.
Note: The share folders’ previous data will not be erased when adding NFS storage.

After adding the CIFS storage completed, you can see the added repositories in the “Backup Repository List” as
below:

\Y i nc h i n a 8 Resources v Log/Alert

Badkup Repasitory

#+ Backup Repository List

Page < 1 > offlView 10 v records per page|Total 1 records
Name Type Mount Node Node Status Capacity Free Space + Repository Status
CIFs1 CIFs localhost localdomain(192.168.101.42) | Normai | 499.87GB 493.22G8 | Normai |

Note : The share folders’ previous data will not be erased when adding CIFS storage.

Edit Backup Repository

Choose a repository, click “Edit” you can edit the repository name.

vinchin

1 Backup Repository List
CIEEKED

Page 1 off| View 10 v records per page| Total 1 records
Name Type Mount Node Node Status Capacity Free Space + Repository Status
Local Disk! Local Disk localhos localdomain(192.168.101.42) 299 8568 280.2268
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(& Edit Repositary

Name * Local Disk1|

Type a name for this repository

Cancel

Delete Backup Repository

You can delete any of the repositories from the “Backup Repository List”. Choose a repository, click “Delete”. If

there are backup data in this repository, system will remind you as below:

@ Delete Repository

@ The repository you are deleting has backed up dala or it is occupied by a
ning job

After repository deleted, The associated fime point record will be deleted

backup data will remain in this repository, an emor will be reported on the

the corresponding job , you need to change the repository, are you sure to

delete the repository?

Restore Points 17
Total Size: 16.89GB
Number of Jobs 4

Job Name Citrix XenServerBackup1
VMware vSphereBackup1
VMware vSphereBackup2
Citrix XenServerBackup2

Click “OK” to delete the repository. The deleted repository can be re-added via “Partition”.
Note: Deleting the repository is a logical action rather than a physical action, which means the VM corresponding
restore point record will be deleted, but the backups will not be deleted actually. If you need the backups, you can

re-add the data located repository to vinchin backup server. Choose “Partition” to import the data.

Manage Imported Backups

If you have imported the previous backups when adding Partition, LVM, NFS and CIFS as backup repository, you

are able to manage these data from here.
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vinchin

Backup Repository

DR Drill

B Vi

# Backup Repository List
& Delete

& Manage Imporied Backups

5 of 1| View 10

v records | Total 2 records

Name Type Mount Node

&3y
R sy

vinchin

& Resources v

& Backup Repository

& Ba

£, admin v

rtual Infrastructure

O LAN-Free Settings

ckup Node

B Agent Management

de Status Capacity Free Space v Repository Status
& My agent
IR Local Disk localhost localdemain(19 VeE frrma | 599.71GB 24.43GB [ Normal |
= .
TR Local Disk locahostlocaldomain(19. ¢ e \12nzcement e | 299.85GB 23.59GB [ Norma |

stem Settings

stem License

& Imported Backups List

Page 1 of Il View 10 v racords per page| Total 4 recards

No.  JobName Platform Craation Time + Restors Points Total Size
= 1 Citrix XenServerBackup2 (Cltrix XenServer 2017-12-26 15:51:47 4 137G8
2 Vhhware vSphereBackup2 Vhware vSphere 20171226 120856 1 67168
3 Vhhware vSphereBackupt VMware vSphere 20171226 120838 3 T2431ME
® 4 Citrix XenServerBackup! i XenServer 20171225 181128 10 87868

If you want to restore the imported backups, you need to first assign them to an user who has right to manage the

backups, click “Assign” as below:

vinchin

Manag

4« Imported Backups List

Page of 1] View 10 v records perpage| Total 1 records
No.  Job Name Platform
= 1 Citrix XenSarverBackup? Citrix XenSe

®* Assign to User

Number of Jobs

Assign -

Creation Time

2017-12-26 15 51:47

+ Restore Points Total Size

var 1 699 01MB

1

admin

Please select a user who you want to
assign the imported backups to

caneel

Log in the target user account, the assigned backups is listed in his Backup/Restore— Restore Points page:

vinchin PASN < Backup/Restore v

# Dashboard >

@® New Job

/A VM Backup

28.4Ha

System

© VM & Repository

<A VM Restore

P

VM Instant Recovery

Resources

LJ Restore Points

Log/Alert

0 Monitor & Manage
@ Current Job
9 History Job B

ckup

@ Virtual Machines

Note: You can create a new restore job to restore
out automatically when creating new restore job.

Vinchin Backu

the imported backups, the imported backups will be scanned
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If you don’t need the imported backups, you can delete them by clicking “Delete” as below.

vinchin " sackupiRest B Resources ~

Manage Imp chkups

4 Imported Backups List

Page 1 of1] View 10 v records perpage|Total 1 records

No. Job Name Platform Creation Time + Restore Points Total Size

= v 1 Citrix XenServerBackup2 Citrix XenServer 2017122615 61:47 1 699 01MB

Warning: Once deleted, the imported backups are unrecoverable permanently.

Virtual Infrastructure

Before starting backup, you need to register your virtual infrastructure (either a VM Manager Server e.g. vCenter
or a standalone host e.g. ESXi host) in Vinchin backup server. Click “Resources” —"Virtual Infrastructure” as below:

 fresaurees - _
Virtual Ir = |

o Virtual Infrastructure List & Bacl
Je e = ‘

vinchin

Add Server

Click “Add” you are coming to the virtual infrastructure adding page. Choose a virtualization platform (depends on
your virtual environment) — Enter IP address, username, password of individual host /VM Manager Server and
rename it, then click “OK” to save.

Platform * Viiware vSphere v

Select a virtualization platform to be backed up.

IP/Domain * 192.168.64.10 v

To backup individual host, please enter its IP address or domain name.
To backup multiple hosts, please enter IP address or domain name of corresponding VM
Manager server (e.g. vCenter for VMware vSphere)

Usermname * root ,‘,

Username of individual host/'VM Manager Server

Password * .

Password of individual host /WM Manager Server

Name 192.168.64.10

Type a name for the individual host /VM Manager Server

Platform: Supports VMware vSphere, Citrix XenServer, RedHat RHV/Ovrit, Sangfor, H3C CAS and Inspur InCloud.
IP Address/Domain: Either a standalone host IP address/domain (e.g. ESXi host) or a VM Manager Server IP
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address/domain (e.g. vCenter).

Username/Password: The username /password to access to the individual host /VM Manager Server.
Rename: Edit a name for this new added individual host /VM Manager Server.

Note:
® For XenServer, RHV/Ovirt, InCloud Sphere and H3C CAS, it is required to install a corresponding backup plugin
on their hypervisors before getting started, details please refer to Backup/Restore Job.

® For H3C CAS, port number “8080” is required to be added in the name; For Redhat RHV/Ovirt, “@internal” is
required to be added in the username as below:

vinchin e B i % Resowces v

& Virtual Infrastructure List

Paga 1 o 1| View 10 v records per page| Total 3 records

No.  IP Address Name Platform Username Sync Time » Added By Operation
1 168796 152 168.75 60 Redhat RHV/Ovirt admingintemal 2017-12-26 114957 admin
2 53 admin 2017-12.25 114802 admin
3 641 192 168 64 10 Vihware vSphera raot 2017-12:25 114190 admin

1.C¥ck IP address 10 view tha vinual infrastructurs detas including allvirual machines status

2.Click [Sync] bution, the will b synced o the & systom. This function appses 10 any updates of the hostsivirlual machines in the viual infrastructuse

Edit Server

After adding the servers, you can find them in the Virtual Infrastructure list.

Click “Sync” button, the virtual infrastructure will be synced to the Vinchin backup server.

B Resources ~

Page ¢ * records per page| Total 3 records
No.  IP Address Name Platform Username. Sync Time + Added By status Operation
1 192168 79 60 192,168 79 60 Redhat RHV/Ovirt admin@internal 20171225 11:49:57 admin m
2 | 162.168.79.30:8080 HIC CAS admin 20171225 11:46:02 admin Ssyne
3 1 182.168.64.10 VMware vSphere root 2017-12:25 11:41:10 admin
1.Click IP address to view the vitual including

2.Ciick [Sync] button, the virtual infrastruciure will be synced to the Vinchin Backup & Recovery system. This funciion applies to any updates of the hostsivirtual machines in the virtual infrastructure.

Note: This function applies to any updates of the hosts/virtual machines in the virtual infrastructure. You can also
click “Sync” to refresh your server when creating a new job.

Tick a virtual infrastructure and click “Edit”, you are able to edit the details of the virtual infrastructure, click “OK”
to save the changes.

Delete Server

Tick a virtual infrastructure and click “Delete”, the system will re-confirm with you this action as below, click “OK”
the server will be deleted.
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Delete Virtual Infrastructure

Are you sure to delete this virtual infrastructure?

Cancel

Note: The virtual infrastructure cannot be deleted when it is used in a running job. You must delete the running
job before deleting the virtual infrastructure.

Manage Virtual Machines

Click IP address of one virtual infrastructure you are coming to the page showing the virtual infrastructure details
including all virtual machines status. Expanding the virtual infrastructure tree on the left, you will see all the VMs
under this infrastructure on the right side.

vinchin ackup 5 Resources 2 atmin

virtual Infrastructure

e

Page < 1 of1[View 10 v records per page|Total 5 records
Ne. _IP Address. Name Platform Username Syne Time + Added By Status Operation
1 192.168.86.45 InCloud Sphers root 2017-12-15 17:11:03 admin m
2 192.168.66.72 192.168.66.72 Citrix XenServer root 2017-12-15 14:09:37 admin m
3 192.168.106.60:3030 192.168.106.60:3080 H3C CAS admin 2017-12-15 12:14:06 admin m
4 192.168.79.60 192.168.79.60 Rednat RHV/Ovirt admin@internal 2017-12-15 12:10:04 admin m
5 192.168.1.200 192.168.1.200 VMiare vSphere root 2017-12-151139:04  admin m

\fi |'|c|‘|i|"| Home Backup/Restore B Resources v Log/Alert 21

Virtual Infrastructure Detais

¥ Virtual Infrasiructure Details
4 Virtual Infrastructure List i Virtual Machines
“0 Hosts & Clusters - Page < 1 » of1|View 10 v records per page|Total 4 records
. "
(@ VMware vSphere No. VM Name Status Operation
[514 Redhat RHV/Ovirt 1 vcentos7 & Options
mHH3C cas -
36 Citrix XenServer 2 Windows_Server_2008 & Options +
=M InCloud Sphere
[ [] 192.168.66.45  Refresh 3 Windows_Server_2008_2017-11-13_17_25 35
4 Windows_Server_2008_2017-11-13_17_25_35&tEFH

Choose one VM and click “Options” under “Operation”, you can power on, pause or power off the VM. You can
also choose to add this VM to the existed backup jobs.

vinchin

o Virtual Infrastructure Details

@ Virtual Infrastructure List @ Virual Machines
3 Hosts & Clusters . Page i » off|View 10 v records per page| Total 1 records
@ viware vsphere No. VM Name 4 sats Oparation
BHuc s : (o
test_centos. © Options v
E3H 192.168.79.30:8080 (Master Node 1P:192.168.7

0 host 1 Suspend
1488 Rodhat RHV/ONTt
) Citrix XenServer W Power Off
EHI toCloud Sphere

+ Add 1o current job

Note: After you change the VM status, please go back to the virtual infrastructure page and sync the VM located
virtual infrastructure manually.
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LAN-Free Settings

Data usually is transferred via LAN, but when the data size is too large, network jam will probably occur. Using
LAN-Free to backup and restore under SAN environment can help to reduce network jam, improve backup and
recovery speed without building any separate DR backup network.

Note: LAN-Free backup is available for VMware, XenServer and RHV.

® For VMware and RHV, you can choose transfer via SAN (LAN-Free) in the “Transmission Network” options
when creating a backup / restore job.

~ Backup Source v Primary Strategy ° Advanced Strategy

Please set up advanced strategy for this backup job.
LAN: Backup data to be transferred from
production working area to backup area

© Backup Location A Deduplication & Compression = Tran| via LAN. 56 Advance
P P! p

SAN (LAN-Free): Backup data to be
transferred from production storage area
Transfer via LAN v €@ | to backup area via SAN. To transfer via
SAN (LAN-Free), you need to add LAN-

SAN (LAN-Free) Free path from “LAN-Free Settings” first.

If SAN transmission is not available,
system will automatically switch to LAN
transmission.

@® For XenServer, you can choose transfer via SAN (LAN-Free) or SAN+NBD in the “Transmission Network”
options when creating a backup / restore job so that to back up your VMs via LAN-Free.

Please set up advanced strategy for this backup job. LAN: Backup data to be transferred from
production working area to backup area
via LAN.

@ Backup Location & Deduplication & Compression = Tral

SAN (LAN-Free): Backup data to be
transferred from production storage area

to backup area via SAN. To transfer via
Data Encryption SAN (LAN-Free), you need to add LAN-

Free path from “LAN-Free Settings” first.

v
Transfer via LAN O | D Rackup dats 1 be trancfemed by
means of NBD to backup storage, support
SAN (LAN-Free) XenServer7.3 and above
NBD
SAN+NBD SAN+NBD:Backup data to be transferred

by means of NED+SAN to backup storage

If SAN transmission is not available,
system will automatically switch to LAN
transmission.

Add LAN-Free Repository

Mapping the production storage to Vinchin backup server, can let the Vinchin backup server directly read data
from this storage. Highly improved the backup efficiency without affecting the production working network.
Vinchin backup server currently supports FC, ISCSI and NFS LAN-Free settings.

Note: As different storage server has different LUN mapping methods, the following operations are for reference
only.

FC Storage

Precondition: The LUN mapping of production storage is Fibre Channel mapping.
LAN-Free configuration step of FC storage are as below:
a) Map the LUN of production storage to Vinchin backup server.
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file:///C:/Program%20Files/WindowsApps/NeteaseYoudao.18692F27B7C6F_0.0.1.0_x86__7x355j7kq8bfj/VFS/release/7.0.1.0222/resultui/dict/result.html

0 Partition Information ’capacny

FC for 214 Size: 25TB Total Capacity: 2.5 TB
ID: 1F36115D1F3F698F
ﬁ Status: @ The volume has been mounted. Used Space: 2.5 T8 (100%)
| . Map: Yes W Free Space: 0 MB (0%)
Detail Information

(™3 LuN Mapping Information

Channel Host ID Assignment

Channel 7 2100001B32810539(64.214) Slot A
Channel 7 2101001B32A10539 SlotA

b) Click “Resources”— “LAN-Free Settings”, you are coming to the LAN-Free settings page.

\/iI1C h | n ore % Resources v

LAN-Free Setings & Virtus! Infrastructure

& LAN-Free Production Repository List & Backup Repository -

+Add @ & Delete &5 LAN-Free Settings

#h Backup Noce

Name Type [l User Mansgement
] /& System Settings

£3 System License

Click “Add”, and choose “Fibre Channel” from Storage Type, the system will recognize the LUN which is mapped to
Vinchin backup server, and display corresponding production server and its total size.

& Resources v

8 LAN-Free Production Repository Configurations

Node IP addressidomain * lacalnost localdomain(192.168 65.5)

o type for the repository

Fibre Channel

No. Channal “ wwnn wwpn speed status
1 hostd 20:00:00:1b:3281:Tked 21:00:00:1b:32:81:7ked 4Gbit ==
Map ihe target FC LUN 1o the carresponding WvN
Storage Resource * o 4 Type Capacity
fdev/sdgl VMware vSphere 5.46T8

Salect a producton repasitory 1o do LAN-Free backup. All the original data on this feposiory wilnot be changed

Name. Fibre Channel1

Note: The recognized production LUN type is the LUN mapped hypervisor type. If the production storage is

mounted to ESXi host, the Type will be VMware vSphere. If it is mounted to XenServer host, the Type will be Citrix
XenServer as above.

Choose a production storage resource and click “OK”, you will find the added production storage in the LAN-Free

Production Repository List.
vinchin sckupRestore - | 8 Resources =

LAN-Free Settings

£ X

Name Type + Mount Node Node Status capacity Repository Status
o] Fibre Channel1 Fibre Channel localhostlocaldomain(192.168.64.213) [ Horral T8  orma

1. Vinchin Backup & Recavery suppans LAN-Free backup of FC, ISCSI and NFS storage. Target VM will be backed up from production repasitory 1o backup repositary without using LAN network.
2. To LAN-Free backup VM, first you need to mount praduction repositary where locates the target VM to a backup node Please dick [Add] to start
3. Note: All the original data on the production repository will not be changed aher mounted 1o the backup node
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iSCSI Storage

Precondition: The LUN mapping of production storage is iSCSI mapping.
LAN-Free configuration of ISCIS storage are as below:
a) Map the LUN of production storage to Vinchin backup server.

G Partition Information ’(:apacity
ISCSl for 214 Size: 200GB Total Capacity: 200 GB
D 2F3790842B45FD3C
t‘ Status: @ The volume has been mounted Used Space: 200 G8 (100%)
-_L = hEs W Free Space: 0 WIB (0%)

Detail Information

[ LUN Mapping Information

Channel HostID Assignment
Channel 0 |iﬂn.|99&-01 com.vmware:5875510-6cch-617 c-a3fa-0ccd7ach2262-213caf00(64.. Slot A -
Channel 0 |iﬂr| 1994-05 com redhat 347bf6bc2c7(101.42) Slot A

b) Click “Resources”— “LAN-Free Settings”, you are coming to the LAN-Free setting page. Click “Add”, and choose
Storage Type as iSCSI and click “Scan Target”. The system will recognize the LUN which is mapped to Vinchin

backup server, and display corresponding production host and its total size.

vinchin Home & BackupiRes & Resources v R

Add LAN-Free Production Repository

#+ LAN-Free Preduction Repository Configurations

Node IP N localnost. 192.168.101.42) v

Repository will be mounted to the selected backup node.

Storage Type * iscsi v

Select a storage type for the repository

iSCSI Name = ign.1994-05.com redhat:347bf96hc2c7
iSCSI Server = 192.168.1.183 v 3260 v
Enter IP address of the iSCS] server. Please make sure the Port

network connection between the backup node and the
iSCSI server is available. I multiple paths exist, you can
add an address

Scan Target

Target LUN * . §
Name 4 ign Type Capacity

v Idevisdel iqn 2002-10_com.infortrend raid uid335812.001 ‘VMware vSphere 200GB
ign 2002-10_com.infortrend raid uid335812.001

Select a production repository to do LAN-Free backup. All the original data on this repository will not be changed

Name iSCsSH

Type a name for this repository.

[ Lo

Note: The recognized production LUN type is the LUN mapped hypervisor type. If the production storage belongs
to an ESXI host, the Type will show VMware vSphere. If it belongs to XenServer host, the Type will show Citrix

XenServer as above.

Choose a production storage and click “OK”, you will find the added production storage in the LAN-Free

Production Repository List.
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vinchin

1 LAN-Free Production Repository List

I I

Page 1 of 1] View 10 v records perpage | Totl 1 records
Name Type * Mount Node Node Status Capacity Repository Status
ISCSit iscsi

localhost localdomain(192.168.101.42)

== 20058

1. Vinchin Backup & Recovery supparts LAN-Free backup of FC, ISCS! and NFS storage. Targst VM will be backed up from production repasitory to backup repasitory without using LAN network
2. To LAN-Free backup VM, first you need 1o mount production repositary where locates the target VM 10 a backup node Please click [Add] to stan
3. Note: Al the original data on the production repository will not be changed after mountad to the backup node

NFS Storage
Precondition: The storage type of production system is NFS.
LAN-Free configuration of NFS storage are as below:

Click “Resources” —”LAN-Free Settings”, you are coming to the LAN-Free setting page. Click “Add”, and choose
Storage Type as NFS, enter the storage shared folder path.

vinchin

Add LAN-Fri

epository

1 LAN-Free Production Repository Configurations

Node IP address/domain * localhost localdomain(192.168.101.42) v
Repository will be mounted to the selected backup node.
Storage Type * NFS

Select a storage type for the repository

Share Folder * 192.168.67 8:/root/nfs

NFS share folder, e.9. 192.168.1.10:/path/directory

Name NFS1

Type a name for this repository.

Warning: The production storage which has been mapped to the Vinchin backup server in LAN-Free Settings

cannot be added as a backup repository! Adding a NFS storage as a backup repository will cause the production
storage been formatted, all the data in there will be erased/ lost.

Edit LAN-Free Repository

Choose a LAN-Free Production Repository, click “Edit”, you can edit a new name for this LAN-Free Production
Repository.

& LAN-Free Production Repository List
s | 80de

Page 1 of 1] View 10 v records per page|Total 1 records
Name Type 4 Mount Node Node Status Capacity Repository Status
o] v iscsit iscst

localhost localdomain(192.168.101.42)

 Normal 20068  torma! )
1. Vinchin Backup & Recovery suppofts LAN-Free backup of FC. ISCSI and NFS storage. Target VM wil be backed up from production repository 1o backup repository without using LAN network

2. To LAN-Free backup VM. first you need to mount production repositary where locates the target VM to a backup node Please click [Add] to start
3. Note: All the original data on the production repasitory will ot be changed after mounted t0 the backup node
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@ Edit LAN-Free Production Repository

Name * iscsi

Type a name for this repository

Cancel n

Delete LAN-Free Repository

LAN-Free Settings

& LAN-Free Production Repository List

Choose a LAN-Free Production Repository, click “Delete” you can delete this LAN-Free Production Repository.

Page 1 off| View 10 v records perpage| Total 1 records
Name Type * Mount Node Node Status Capacity Repository Status
v iscsi iscst localhost localdomain(192.168.101.42) =3 20068

1. Vinchin Backup & Recovery supports LAN-Free backup of FC. ISCSi and NFS storage. Target VM wil be backed up from production repository 1o backup repository without using LAN network
2. To LAN-Free backup VM. first you need to mount production repository where locates the target VM to a backup node Please click [Add] to start
3. Note: All the original data on the production repasitory will not be changed aftsr mounted to the backup node

Manage Backup Nodes

Deploy the backup nodes by following “Quick Installation Guide” of Vinchin Backup & Recovery v4.0, then you
can view all the backup nodes information in the “Resources” — “Backup Node” as below:

vinchin % Resources
& Vi,

Backup Node ure

Page 1 of 1) View 10 Total 2 records

No. Noge Name 1P Adaress . Remote Deploy

1 localhost localdomain 192.168.64 22( 1145809

2 localhast localdeenain 192 168 101 &2 25 10:27:58
Note e [ o package kom Tollow the user guids o Adter new will a
installation, ploase contact ou technical suppart

Edit Backup Node

Tick a backup node which you want to edit as below:
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vinchin

Backup Node

1 Node List

Page 1 of 1] View 10 v records perpage | Totl 2 records

No. Node Name IP Address Add Time v Remote Deploy Deploy Status Node Status
1 localhost lacaldomain 192,168 64.220 2017-12-26 14:58:09 | Hormal

2 localhost localdomain 192 168 101 42 20171225 102759 Hormal

Note: Please download the backup nade installation package from the login page, folow the correspanding user guide to compiete the installation. After install success, new backup node information will auto-add to the Node List If you need support during the
installation, please contact our technical support

Click “Edit”, you can edit a new name for this node as below:

@ Edit Backup Node

Node Name * localhost.localdomain

Type a name for the backup node.

Delete Backup Node

Tick a backup node you want to delete as below:

vinchin

Backup Node

1 Node List

Page 1 of 1] View 10 v records perpage | Totl 2 records

No. Node Name IP Address Add Time v Remote Deploy Deploy Status Node Status
1 localhost lacaldomain 192,168 64.220 2017-12-26 14:58:09 | Hormal

2 localhost localdomain 192 168 101 42 20171225 102759 Hormal

Note: Please download the backup nade installation package from the login page, folow the correspanding user guide to compiete the installation. After install success, new backup node information will auto-add to the Node List If you need support during the
installation, please contact our technical support

Click “Delete”, the system will re-confirm with you, click “OK” the node will be deleted as below:

Delete Backup Node

Plaase check I all the repositories on this node have been removed before delsting. Are you sure

1o delete this node?

Note:

1. If there’s storage mounted on this node, it is undeletable. Please delete the storage and ensure no jobs
running on this node.

2. After deleting the node, you need to modify the node config file in the corresponding node system and delete
the connected master node IP address.
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Manage Users

Log in your administrator account, click “Resources” — “User Management” as below:

vinchin Backup/Restore % Resources v Log/Alert

& Virtual Infrastructure

& Backup Repository
©f LAN-Free Settings OB
System Uptime h Backup Node al Backup

= User Management
© VM & Reposiory
/& System Settings
@B \M-Protected @ Used sp =

# Dashboard

@8 VM -Unprotected @0 free spa R System License

Note: Each administrator can only manage the accounts created by himself.

Add User

Click “Add” as below you are coming to the “Add New User” page.

S

Neo. Username User Type  Creation Time v Creator Email Address Phone Number Last Login Status

No available data

vinchin Backup/Restore % Resources v
Add New User
o Add User
Basic Info
Usemame *
Password *
Confirm Password *
Email Address
Phone Number
User Type * ‘Operator v
User Permission
Permission Type * @ Default Permission Advanced Permission

Fill in the blanks with required username, password and confirm password. Choose a user type and permission
type for this new user, then click “OK”.

User Type includes Admin, Operator and Auditor. Default operation permissions are as below:

Operator: Create & perform Backup/Restore jobs, job monitor, logs/warnings etc.

Auditor: Check logs & warnings

Admin: All permissions

If choosing “Advanced Permission” in the “Permission Type”, you can add or cancel any permission from the
default options manually, but you cannot add a permission which is not in the default options, details as below:
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Permission

Phone Number

User Type * Operator .

Permission Type * Default Permission

Permission Operation - Home

E}& & Backup/Restore
El & ® New Job
/& VM Backup
- < WM Restore
- 4 VM Instant Recovery
[E] & = Monitor & Manage
& @ Current Job
& D History Job
# & Restore Points
& vinual Machines
EF® = Resources
& @ Virtual Infrastructure
& Backup Repository
o LAN-Free Settings.
& Backup Node
£ User Management
# System Settings
R System License
B ® 0 Log/alert

& 2 Job Log
= System Log
& (3 Job Alert

i System Alert

Edit User

Tick a user from the User List, and click “Edit” as below you are coming to the user editing page.

vinchin

(o] e [ e [ ooec

Page 1 of 1] View

No. Username

1 userd
user3
user2

4 userl

10 v records per page| Total 4 records

User Type  Creation Time » Craator Email Address Phone Number Last Login
Operator 2017-12-251407-40 admin
Auditor 2017-12:25 140724 admin
Administrator | 2017-12:25 14.07:07 admin
Operator  2017-12-25 14.06:47 admin

£ Resources ~

Status

UnLocked
UnLocked
UnLocked

UnLocked

« Edit User

Basic Info

User Permi

Usemame * userd

Password e,

Confirm Password *

Email Address
Phane Number

User Type Audttor .

Permission Type Default Permission ®) Advanced Pemmission

Permission ion
ermission Operatior @ Home

B} | @ Backup/Restore
G} @ New Job
# VM Backup
< VM Restore
% VM Instant Recovery
[} 2 Menitor & Manage
@ Current Job
D History Job
& Restore Points
B Virtual Machines
[ & Resources
@ Virtual Infrastructure
& Backup Repositary
o LAN-Free Settings
& Backup Node
£ User Management

# Sustem Setrinns
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You can edit the user’s information, after finish, click “OK” to save the changes.

Delete User

Tick a user from the User List, and click “Delete” as below you are coming to the user deleting page.

vinchin BackupRestore - | Resources =

=
Page ¢ 1 i1l Vien 10 v records per page Tolal  records
No. Ussrname UserType  Creation Time . Creator Email Address. Phone Number Last Login status
1 wuserd Operator 2017-12-25 14:07-40 admin UnLocked
2 userd Auditor 2017-12-25 1407 24 ‘admin UnLocked
3 we Administator - 2017-12:25 140707 admin UnLocked
4 userl Operator 2017-12-25 14:06:47 admin UnLocked

The system will re-confirm your operation as below, click “OK”, the user will be deleted.

Delete User

Are you sure to delete the user(s)?

Note: Before deleting a user, you need to empty all the virtual infrastructures registered by this user. Otherwise
this operation will be failed.

Unlock User

If enter wrong password for 5 times, the account will be locked. Only the Admin has the permission to unlock the
account. Log in the Admin account, click “Resources” - “User Management”, tick the locked user account as
below:

vinchin X 8 Resources
User gernent
# User list
[T ea T Somee ] e
Page 1 > of 1| View 10 v records perpage|Total 4 records
No. Username User Type  Creation Time v Creator Email Address Phone Number Last Login Status
1 userd Operator 2017-12-2514:07:40 admin UnLocked
2 userd Auditor 2017-12-2514.07:24 admin UnLocked
3 user2 Administrator  2017-12-25 140707 admin UnLocked
~

userl Operator 2017-12-25 14:06:47 admin

Click “Unlock” and this account will be unlocked immediately.
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vinchin

120 2 )

s of 1] View 10

Page ¢ 1

No. Username

1 userd
2 userd
3 usen?
4 user

* racords per page | Total 4 records

UserType  Greation Time
Operator 20171225 14.07.40
Auditor 20171225 14:07:24

Administrator  2017-12-25 14:07:07

Oparator 20171225 1406 47

System Settings

Log in your Admin account, click “Resources” - “System Settings” as below, you are coming to the system setting

page.

vinchin

# Dashboard >

# Home

3.7Hours

System Uptime

@ VM & Repository

B vM-Protected
@ v\ -Unprotected

IP Settings

Click “IP Settings” you can set the IP information according to your actual network environment. Click “OK” to save
the changes. Please make sure all the IP information are correct. Any wrong IP information will result in failure of

& Resources v

N erertese

Backup/R

Unlock User

+ Creator Email Address. Phone Number Last Login Status
admin UnLocked
admin UnLocked
admin UnlLocked
admin UnLocked

3% Resources -

& Virtual Infrastructure
& Backup Repository
o LAN-Free Settings OB

& Backup Node jal Backup

£, User Management

B ysed sp

B Free Spe &3 System License

accessing the Vinchin backup server.

System Settings

[0 seons |

Time Settings

Notification

Network Interface *

IP Address =

Subnet Mask *

Default Gateway

DNS Servers

DNS Settings

Restart/Poweroff

ens160 v

Please select a network inferface io edit corresponding IP information

192.168.101.42

Flease enter IP address of your backup server, e.g. 192.168.1.168

255.255.192.0

Please enter the Subnet Mask of your backup server, .9.255.255.255.0

192.166.64.1

Please enter Gateway of your backup server, e.9.192.168.1.1

192.168.128.2

Please enter DNS of your backup server. If more than one DNS, please separate them with
“'e.0.192.168.1.1,192.168.1.2

Note: After changing IP address, please log out and re-access the login page by entering the new IP address.
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Time Settings

You can set the time zone, time and date according to your current location as below:

System Settings

[ZEE0 Nl (O Time Settings Notification DNS Settings Restart/Poweroff

Your Location * America/New_York v

Please select a location, system will auto-match the corresponding timezone.

Your Time * 2018-01-08 21:34:26 iz
Please select or enter a correct time, format e.g. 2(

92 ¢ January2018 N

NTP Sync Su Mo Tu We Th Fr 3a

Enable to synchronize to NTP time 311 2 3 4 5 6

m 21 22 23 24 25 26 27

Edit Time

1.The updated time is earlier than or the same as the system original time
2.If itis earlier than the system original time, the system license will be exception.

Cancel m

Warning: Please set the time details before licensing your backup server. Changing time details on a non-perpetual
licensed Vinchin backup server will cause the license error. If error happens, you need to re-license the system
with new license key.

Email Notification

Email Notification helps users tracking the system operation such as job progress by email. Before enabling the
email notification, you need to set the user’s email address. Go to the top right “admin” — “My Information” as
below:

vinchin
User 0 [my infermation
& My Information # Change Password
Usemame admin A Lock Screen
Email Address 123456@qgq.com " 2 AboutUs
B Hep
Phone Number 12345678900 v
£ Logout
Language English

Fill in your email address and click “OK”.
Then return to the “System Settings” — “Notification”. And click “Email Test” as below:
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vinchin Backup/Restore % Resources v

System Settings

IP Settings Time Settings EEEGIGTEIT] DNS Settings Restart/Poweroff

£3 Email Notification

Email Notification:

Please click “Email Test" to finish the mail server test before
enabling Email Notification

e

If you have your own mail server, you can change the default sender mail information to yours accordingly. We
recommend you to use Vinchin sender mail server, please keep the default information and click “Send testing
email”, if the sending test is succeeded, click “OK” as below:

€3 Email Test
Mail Server = smitp.exmail.gg.com v
POPIMAPISMTP server address, can be domain
name or IP address
Port * 25
Mail server por, e.9. 25

Sender's Mail product@vinchin.com

The sender’s mail address, .9, support@163.com

Sender's mailbox password

Send testing email  fo 123456@qq.com

1. Please go to [Admin] -> [My Info] to fil
in an email address which you would like to
use for recaiving notifications.

2. We recommend you to choose VINCHIN
default mail server, please make sure your
network is connecting to Intemet.

Then click “Enable” to enable the email notification.
You can also choose to enable the system/job alert and set different system notification levels as below. System
will send the corresponding notification to your email address.

1P Settings Time Settings JRSEXCIIIS ) DNS Settings RestartPoweroft
€ Email Notification

Email Notfication m Emai Test

Please click “Email Test” to finish the mail server test before
enabling Emai Notfication

System Alert m

System Notification Level Notice (prompt message, no need process)
Warning ( notifying this action may cause system or job error)

Error ( notifying the system of job error))

Job Notification Level Notice (prompt message, no need process)
Warning ( notifying this action may cause system or job error)

Error ( notifying the system or job error))

Note: Email notification is a free service. The system will automatically send notification emails to you once you
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enable this function.

DNS Settings

If an ESXi host was added to the vCenter via its domain name as below, then this ESXi host’s corresponding DNS
need to be configured in the Vinchin backup server.

are D ere 2P e
Navigator X [J esxi505.com l Actions ~
<4 Home 0 J Getting Started | Summary Monitor Manage Related
B |8 B8 @4
v@ 192.168.64.20 What is a Host?
v [Iatest Ahostis a computer that uses virtualization
» @ 102 168.64.214 software, such as ESX and ESXi, to run virtual

- machines. Hosts provide the CPU and
memory resources that virual machines use
and give virtual machines access to storage
and network connectivity.

First fill in the IP address of the ESXi host and its domain name (e.g. 192.168.66.14 esxi.505.com), then click “OK”

to save.
System Settings

IP Settings Time Settings LEUE=TGIE 3 DNS Settings Restart/Poweroll

Backup Node = localhost localdomain(192.168.101.42) v

Please select a backup node to set DNS.

DNS values * 192.168.64.14 esxi.505.com

s
Format: IP hostname (The IP address and the hestname should be separated by at least
one space. Each entry should be kept on an individual line.)

Enable 1o synchronize the DNS settings o all backup nodes

Note: If the Vinchin backup server has been deployed multiple backup nodes, please enable “DNS Sync”. DNS

settings is available for VMware virtual infrastructure.

Restart & Poweroff

Choose a backup node which you want to restart or power off and click corresponding button.

IP Settings Time Settings Notification LSRR O Restart/Powerof!

BackupNode* | localhost localdomain(192.168.30.31) vl

Please sefect a backup node to restart or power off

=
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Backup/Restore Job

SANGFOR HCI

Install Backup Plugin

When backing up a SANGFOR HClI virtual environment, you need to install the SANGFOR HCI backup plugin in the
SANGFOR hosts. Please refer to Quick Installation Guide for SANGFOR HCI Backup.
Note: For cluster environment, please install the backup plugin in every SANGFOR host under this cluster

environment.

VM Backup

Authorize Host

Before creating a VM backup job, you need to authorize the target hosts which you need to backup. Click
“Resources” — “Virtual Infrastructure” as below:

g:i Resources ) _

& Backup Repository

of LAN-Free Settings 4GB

«h Backup Node al Backup

# Dashboard

6.8Hours

System Uptime

S, User Management

© VM & Repository
/# System Settings

@ vM-Protected B used sp
@ vM-Unprotected @ Free Sps £ System License

Then you’ll see the virtual infrastructure list as below, choose the target virtual infrastructure you want to backup
and click “Auth”.

Virtual Infrastructure

i Virtual Infrastructure List

+Add Auto-refresh vinual infrastructure every [§0 | minute(s)

Page < 1 5> of 1] View 10 * records | Total 3 records
No. IP Address Name Platform Version Username Sync Time v Added By Status Operation
1 192.168.129.30 192.168.129.30 - admin 2018-10-29 17:42.50  admin
2 192.168.129.20 192.168.129.20 Citrix XenServer 720 root 2018-12-06 13:59:44  admin
3 192.168.129.10 192.168.129.10 VMware vSphere 6.0.0 roat 2018-12-06 13:59:52  admin

1.Click IP address to view the virtual infrastructure details including all virtual machines status.
2 Click [Sync] button, the virtual infrastructure will be synced to the Vinchin Backup & Recovery system. This function applies to any updates of the hosts/virtual machines in the virtual infrastructure.

Tick the hosts under this virtual infrastructure you want to backup and click “Authorize”.
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R Host Authorization

+ Authorize % Unauthorize Per CPU Socket: Total 10, Authorized 3, Unauthorized 7

Page « 1 > of 1] View 10 ¥ records|Total 1 records
[ | HostName * HostIP Virtual Infrastructure Host Status Number of CPUs Status
192.168.129.30 | 192.168.129.30  192.168.129.30 2 Unauthorized

A If multiple hosts are managed by the same VM Manager, full authorization is recommended
If the virtual machine can drift under the cluster environment, when it drifis to unauthorized host, this VM backup job will be
failed!

Note: If there’s no server in the virtual infrastructure list, please refer to Add Server to add a host or virtual cluster
first.

Create Backup Job

Backup Source

Select the virtual machines you want to backup. Click “Backup/Restore” — “VM Backup”, then you will see the
virtualization infrastructure tree, expand the SANGFOR HCI infrastructure until you see the virtual machines. Tick

any virtual machines you need to backup, they will be showing in the “Selected VM” column.
VM Backup '

o Backup Source 2 Primary Strategy 3 Advanced Strategy 4 Review & Confirm

Please select target virtual machine(s) to be backed up
Select VM ~ “f Hosts & Clusters v Search by VM name Selected VMs

@ vHware vSphere 8 windwos2008_2013_10_23_17_16_00 [
o Citrix XenServer )
= SANGFOR HCI
E|--$ 102.168.120.30  Refresh  Expandall  Merge all 3l  centos7_2018_10_23_19_09_12VM_Instant_Rec B
B ErizE
- centos7

vm-disk-1.qcow2

! -0 E_z centos7_2018_10_23_19_09_12VM_Instant_Recovery_me

Note: If the VM already exists in the backup job list, it will be highlighted in Green color. And it is un-selectable.

Click the target VM, you can see the virtual disks under this VM, you can choose to backup or exclude any of the
disks under this VM without having to back up all the disks on the virtual machine.
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“ Hosts & Clusters v Search by VM name Selected VMs

£ vMware vSphere R o
@ 6.0vcenter(192.168.64.20)  Refresh  Expand all  Merge all
@ 6.5veenter(192.168.101.68)  Refresh  Expand all  Merge all
(P 6.7veenter(192.168.101.72)  Refresh  Expand all  Merge all [iscsiDatastore] server2008/server2008.vmdk
] .fl Datacenter
13 f vsphere6. 7532

£ @ 192.168.101.70 [iscsiDatastore] server2008/server2008_2.vmdk

B 192.168.101.71 -
Back
=& centos ~

~ @ server2008

-

s SANGFOR HCI [iscsiDatastore] server2008/server2008_3.vmdk

If your SANGFOR HCI infrastructure has be updated recently, you can click “Refresh” to update and sync the

servers to Vinchin backup server.

Select VM * “0 Hosts & Clusters v Search by VM name. .

@ VMware vSphera
Citrix XenServer
£} SANGFOR HCI

E% 192.168.129.30 Refresh| Expand all  Merge all

B s
Cﬂ centos7

™~ :‘:’1 centos7_2018_10_23_19_09_12VM_Instant_Recovery_mec
[m] Cﬂ centos7_2018_10_23_19_09_12VM_Instant_Recovery_me(
Cﬂ windwos2008
@ & windwos2008_2018_10_23_17_16_00

Primary Strategy

Backup at Once

The backup job only perform one time. Choose “Backup at once”, then click “ %” to choose YY/MM/DD and

HH:MM:SS, then click “Next”, the backup job will be performed at the exact time for only once.

Please set up primary strategy for this backup job. Server Time: 2018-01-09 10:40:51
Primary Strategy - Backup at once v
Start Time * x

January 2018 H
Su Mo Tu We Th Fr Sa

7 8 0 11 12 13
1 i€ 17 18 1% 20
21 22 23 24 25 26 27
28 29 30 31 2

Backup as Scheduled
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The backup job repeats as scheduled. Choose “Backup as scheduled”, then choose a Backup Strategy (Full
Backup/Incremental Backup/Differential Backup).

Note: Incremental and Differential cannot be chosen at the same time.

Click the selected strategy bar, set your time schedule for this backup job:

Please set up primary strategy for this backup job. Server Time: 2017-12-25 17:57:06
Primary Strategy * Backup as scheduled v
Schedule * Full Backup Incremental Backup Differential Backup €3

|  Full Backup (Every Friday, 23:00:005tart, Unrepeat)

The time schedule of backup job includes 3 types: Every day, Every Week and Every Month.
Every Day schedule only needs to set Start Time:

@ cveryDay Start Time 23:00:00 fo}
Every Week Repeat m i}
Every Month

Every Week schedule needs to choose which days to perform the backup job, details as below:

Every Day Every Week Moncay | Tuescay B weanesaay | Tnursay
Friday Saturday Sunday
o Every Week
Start Time 23:00:00 [0}
Every Month

Repeat m i

Every Month schedule is similar with Every Week schedule, needs to choose which days to perform the backup job,
details as below:

Every Day Every Month 1 : 2 4 5 8 7
8 9 10 " 12 13 14
Every Week 15 16 17 18 19 20 21
22 23 24 25 26 27 28
@ cvery montn 29 30 31
Start Time 23:00:00 (o]

Repeat m (3]

Set the backup “Start Time” and choose whether to enable the “Repeat”.

« Full Backup {Every Day 23:00:00 Start, Unrepeat)

@ EveryDay Start Time 23-00:00 o After enabling
the “Repeat” option, the system
Every Week Repeat m ol will repeatedly perform the
) backup job every xx
Every Month hours,a’mlnutles,a’seconds until the
repeat end time.

“Repeat” means repeatedly perform the backup job every xx hours/minutes/seconds. Once enable the “Repeat”
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|II

and “Repeat End” accordingly.

option, you need to set the time of “Repeat Interva
(Example: Choose Every Month schedule, and tick day 1 and day 15, set the Start Time as 7:00:00, and enable the
“Repeat”, Repeat Interval Time 2:00:00 and Repeat End Time 21:00:00. This schedule means on 1st and 15th of
each montbh, this backup job will start running from 7:00am, and it will repeat once every 2 hours until 9:00pm of
the day.)

° Every Day Start Time 23:00:00 (o]
Every Week
Every Month

Repeat interval 1:00:00 (O]

Repeat End 23:59:59 (O]

After finishing the settings, there will be a green + in front of the schedule, it means the schedule setting is

saved. Then click “Next”:

Incremental backup is backup the changes made since the last incremental backup.
Differential backup is backup the changes made since the last full backup, every new differential backup relies on

the same full backup.

Advanced Strategy

Backup Location
Select a repository to store the backed up data. You can enable the “auto-select”, then the backup data will be
automatically stored to an optimized repository. You can disable the “auto-select” to specify a repository for the

backup data.

@ Backup Location A Deduplication & Compression = Transmission Network @ Retention Policy B8 Advanced Backup Mode
Node Auto-select m o
User-defined localhost localdomain(192.168.101.42) v
Repository Auto-select ﬂ o

User-defined Local Disk1(Local Disk, Capacity :299.85GB, Free Space:291.67GB)

If you have added multiple backup nodes as alternative backup repository, you need to select one node first. Click
the blue button to disable the “Node Auto-Select”, select one available node as below:

© Backup Location| M Deduplication & Compression = Transmission Network [ Retention Policy B8 Advanced Backup Mode

User-defined I localhost localdomain(192.168.129.17) v

Repository Auto-select m [ )
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If you prefer to specify a backup repository under this node, disable the “Repository Auto-Select” and specify a

selectable repository for this backup job.

@ Backup Location M Deduplication & Compression = Transmission Network I Retention Policy B8 Advanced Backup Mode

Node Auto-select m o

User-defined localhost.localdomain(192.168.129.17) A

Repositary Auto-select I Ooff I o

User-defined | Local Disk1({Local Disk, Capacity :599.71GB, Free Space:578.29GB) |v

If you prefer to let the system select the optimized repository, keep the “Node Auto-Select” or/and “Repository

Auto-Select” enabled.

@ Backup Location M Deduplication & Compression = Transmission Network [ Retention Palicy B8 Advanced Backup Mode

Node Auto-select B} - o

© Backup Location B Deduplication & Compression = Transmission Network 1 Retention Policy 55 Advanced Backup Mode

.

Node Auto-select [i ]
User-defined localhost.localdomain(192.168.129.17) A
Repository Auto-select m [ ]

Deduplication & Compression
Default status of Deduplication is disabled. You can choose to enable it if you want to save your backup repository

space.

© Backup Location | B Deduplication & Compression | = Transmission Network 1 Retention Policy BB Advanced Backup Mode

Data Deduplication m
Compression m [i]

Data Deduplication: Enable it to delete the duplicated data, can reduce the total backup size.
Compression: Enable it to compress the backup data size, can reduce the total backup size.

Transmission Network

Click “Transmission Network”, you can choose to enable the “Data Encryption”, the backed up data will be
encrypted during transferring from the backup source to backup repository.

© Backup Location B Deduplication & Compression | = Transmission Network [ Retention Policy 88 Advanced Backup Mode

Data Encryption n
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Retention Policy

Backup retention policy is a policy to reserve backup data on disk according to number of days/restore points. Old
restore points out of date/over range will be auto-deleted.

For SANGFOR HClI, the retention policy is based on full backup time points. It will lead a deletion of the furthest
full backup point together with its corresponding incremental or differential backup points when a new full backup
point is generated.

Retention Policy includes “Number of Restore Points” and “Number of Days”.
Number of Restore Points: Restore points will be reserved according to number limitation.

dvanced strategy for this backup job.
Mumber of Days: Backups to be saved
® Backup Location M Deduplication & Compression = Transmission Network  Ret¢ 8 per the number of days.

Mumber of Restore Points: Backups to
be saved as per the number of restore
points.

o

Retention Mode * || Mumber of Restore Points | v

Restore Points * 30 & ke Backups beyond the specified number
of days/restore points will be auto
deleted.

Number of Days: Restore points will be reserved according to days limitation.

Jvanced strategy for this backup job.

Mumber of Days: Backups to be saved
@ Backup Location B Deduplication & Compression = Transmission Network | [ Ret¢ | 35 Per the number of days.

Mumber of Restore Points: Backups to

r—
Retention Mode * |I Number of days I . e be.saved as per the number of restore
points.
Days * 30 o Backups beyond the specified number
of days/restore points will be auto
deleted.

Advanced Backup Mode

Standard Snapshot (Serial snapshot / parallel snapshot)

Serial snapshot: taking snapshot of each VM in turn and complete transfer in turn.

Parallel snapshot: taking snapshot of all VMs concurrently and complete transfer in turn. It is necessarily to be
chosen when there's business relationship between the VMs or backup time consistency is required of all the
VMs.

Please set up advanced strategy for this backup job.

Serial : Taking snapshot of each virtual q4<
©® Backup Location B Deduplication & Compression = Transmission] machine and completing transfer in turn. A Backup Mode
P g

Parallel : Taking snapshet of all virtual

Standard Snapshot | Serial v | e machinels concurrelntly and completing
transfer in turn. It is not recommended to

be selected unless there’ s business
SpeedKit Parallel o relationship between the VMs or when

time consistency of all backup data is

required. .
BitDetector m [i]
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SpeedKit

SpeedKit is a Vinchin developed technology to improve the computing speed of changed data when doing an
incremental backup. Choose “SpeedKit” can help to improve backup efficiency and in case CBT does not work.
Note: Choosing “SpeedKit”, the system will remain one snapshot of each VM in the backup repository when doing

incremental backup every time, so you must make sure your backup repository space is sufficient.

Standard Snapshat Serial v @ SpeedKit can help improving the

computing speed of changed blocks

SpeedKit m d ' when doing incremental backups. It is
| recommended to be enabled if you

want a faster backup. (Precondition:

BitDetector m € Vour storage space is large enough.)

BitDetector
BitDetector is a vinchin technology to improve backup efficiency and save backup storage space.

Enabling “BitDetector” you can choose not to backup those swap files, deleted files and unpartitioned space
which might be useless or unnecessary data for you.

Standard Snapshot Serial v o
Incremental Mode SpeedKit v o
Quiesced Snapshot m o
Enable BitDetector, can further reduce
BitDetector m | @ | the backup size from the source and
reduce the network load
Exclude Swap Files m =
Exclude Deleted Files m (i)
Exclude Unpartitioned Space m (i)

Review & Confirm

After finish, you are able to review and confirm the settings. Click “Submit” if confirm, the backup job creation will
be completed.
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ik New Job

o « Backup Source o « Primary Strategy o « Advanced Strategy o Review & Confirm

v and confirm yaur configurstions
JobName-  SANGFOR HCI Backup2
Default job name could be modified

w

=ckup Source
Backup Source - 192 168129 30/ 5548 centos7_2018_10_23_18_09_12V¥M_Instant_Recovery_megaplusMigration
SANGFOR HCI Backup
Primary Strategy
Primary Sirategy - Backup as scheduled
Backup Schedule :  Full Backup (Every Friday, 23:00:00 Start, Unrepeat)
Advanced Strategy
Backup Location :  Node Aufo-select . ON
] tion & C: - Data D i - OFF
Compression: ON

Transmission Network: Data Encryption - OFF
Retention Policy - 30 days
Advanced Backup Mode:  SpeedKit: ON
Standard Snapshot : Serial
BitDetector: ON
Exclude Swap Files: ON
Exclude Deleted Files: OFF
Exclude Unpartitioned Space: ON

Note: You can change the Job name before submitting.

Perform Backup Job

After creating a new backup job, you will see this job in the “Current Job List”.

Currentjob
Page ¢ 1 » ofl|View 10 v records|Total 4 records Search by job name Search
Job Name Platform Job Type Creation Time v Status Speed Creator Operation

I SANGFOR HCI Backup2 SANGFOR HCI Backup 2018-12-06 15:14:34 - admin

SANGFOR HCI Backup-Megaplus SANGFOR HCI Backup 2018-10-23 19:08.46 - admin

SANGFOR HCI Backup1 SANGFOR HCI Backup 2018-10-23 16:47:34 - admin

VMuware vSphere Backup1 VMware vSphere Backup 2018-10-11 15:04:30 - admin
Tip: Click job name you can view the job details. x

Click “ ”, you can review the backup schedules of this job as below:

# Job List

Page « 1 > of 1] View 10 v records | Total 4 records Search by job name: Search
Job Name Platform Job Type Creation Time v Status Speed Creator ~ Operation
SANGFOR HCI Backup? SANGFOR HCI Backup 2018-12-06 151434 - admin
Schedule: Full Backup: Every Friday, 23:00.00 Start, Unrepeat
Retention Policy: 30 days
SANGFOR HCI Backup-Megaplus SANGFOR HCI Backup 2018-10-23 19:08:46 = admin

Click “Options”, you will see operation options including Activate Incr.(Incremental Backup), Activate
Diff.(Differential Backup), Activate Full(Full Backup) and Stop. Choose one option to start or stop the backup job.
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Page « 1 > oflView 10

Job Name
Bl | SANGFOR HCI Backup2
Schedule:
Retention Policy: 30 days
SANGFOR HCI Backup-Megaplus

SANGFOR HCI Backup1

v records | Total 4 records

Platform

SANGFOR HCI

Full Backup: Every Friday, 23:00-00 Start, Unrepeat

SANGFOR HCI

SANGFOR HCI

Job Type

Backup

Backup

Backup

Creation Time

2018-12-06 15:14:34

2018-10-23 19:08:46

2018-10-23 16:47:34

+ status

= admin

= admin

admin

Creator

Operation

1y Activate Incr.
1! Activate DIff

P Activate Full

o Stop

Note: If you choose incremental backup or differential backup, the backup job will automatically change to full
backup when the first time you perform it. After then the backup jobs will be repeated time by time as scheduled.

If you want to stop this backup job, click “Stop”. After this job stopped, you can click “Options” again, and be able
to enable schedule, activate this job, edit this job or delete this job.

Page < 1 5 of 1| View 10

Job Name

[E3]

SANGFOR HCI Backup2

&3]

SANGFOR HCI Backup-Megaplus

&3]

SANGFOR HCI Backup1

[E3|

VMware vSphere Backup1

Tip: Click job name you can view the job details.

v records | Total 4 records

Platform

SANGFOR HCI
SANGFOR HCI
SANGFOR HCI

Vhware vSphere

Job Type
Backup
Backup
Backup

Backup

Creation Time

2018-12-06 15:14:34

2018-10-23 19:08:46

2018-10-23 16:47:34

2018-10-11 15:04:30

v Status Speed Creator
D = admin
admin
= admin
admin

»

ame Search

Operation

© Enable Schedule
L Activate Incr.
4l Activate Diff

P> Activate Full

# Edit

o Delete

When the job in a running status, click the job name, you will see the job running details page as below:

& Repository Infe.

Redhat RHV/OvirBackup1
Backup[Redhat RHV/Ovirt]

118168

756MB

2018-01-03 17:10:16
00:05:04

vinchin Home = < Backup/Restore v
Job Detais
s« Job Flow ©Basic Info
=l Job Name
24M8/s
4MB/s Job Type ©
20Me /2
Job Status
15MB/s
Total Size
10ME/E
e Processed :
8
e Start Time:
Duration
Job Progress
Job finish at

(# Run Log

CumentRun  History Run
transferring VMwindows_server_2008backup data
Capturing backup repository capacity

Finished to scan Virtual disk

Scaning progress . 100%

Transfering vm windows_server_2008s disk 1est2008_DiskT backup data

6.20%

2018-01-03 17:23:01

On the top right are 3 main columns showing the job configuration info as below:

@ Basic Info & Repository Info B4 Strategy Info
Job Name Redhat RHV/OvirtBackup1
Job Type Backup[Redhat RHV/Oir]
Job Status *
Total Size 11.91G8
Processed : 22GB
Start Time: 2018-01-03 17:10:16
Duration 00:06:22
Job finisn at 2018-01-03 17:24:01

@ Basic Info

Backup Node

Repository

Data Deduplication

Compression

Speed-up Backup

& Repository Info
localhost localdomain
192.168.30.31

Local DiskA(Local Disk)
Capacity:99.95GB, Free
Space’90.72G8

{3 Strategy Info

@ Basic Info

Creation Time

& Repository Info

Next Run:

Full Backup

Incremental Backup
Differential Backup

Retention Policy

Data Encryption

£ Strategy Info

2018-01-03 16:42:16

2018-01-05 23:00:00

Every Friday, 23:00:00Start,
Unrepeat

None
None

Quantity retention, Retention value
is 30
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On the bottom left are another 3 main columns are Run Log, VM List and History Job.

Run Log: Records the current backup job running logs.

& Run Log VM List History Job

Job sucsess

Deleting VM backup snapshot
PN Backup VM success
L8 Transferring disk data
@ Current disk transfer mode is ‘lan’
E°8 Opening remote disk[localraid 5 4T] test centos ( 79.12 ) ftest centos ( 79.12 ) vmdk’
'8 Backup VM configuration info

PP Creating snapshot for backup VM

VM List: Shows the VM info in the current job, including VM Name, Job Type (Full Backup/Incremental
Backup/Differential Backup), VM Size, Data Size, Transfer Size, Written (The real size that has been stored to the
backup repository) , Speed, Progress, Status etc.

VM List History Job

No. VM Name 4 Job Type VM Size Data Size Transfer Size Written Speed Progress Status Description

1 testcentos (129.12)

History Job: Reviews all the history operations of this backup job.

Runlog  CurentRun [STTEMEN

Page « 1 ofi|View 10 v records perpage| Total 3 records
No. Job Type Total Processed Backed up Start Time End Time -
1 IncrementalBackup 896KB 896KB 232.17KB 2017-1225 163620 2017-12:25 163632
2 IncrementalBackup 225MB 225M8 566.37KB 2017-1225 163551 2017-12:25 16:36.04
3 FullBackup 1393GB 1393GB 742GB 2017-12-25 16:30.09 2017-12-25 16:35:23

Note:

If the backup job has been set as “Backup at once”, after job running finished, you can find it in the History Job list.
If the backup job has been set as “Backup as scheduled”, the job will remain in the Current Job list and continue
backup job as scheduled. Once enable “Deduplication & Compression” when creating backup job, the Backup size
will be reduced while the backup speed will be slower as well.
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VM Restore

Create Restore Job

Restore Point

Click “Backup/Restore” — “VM Restore”, you are coming to the restore job creating page. Select a target VM
restore point under the SANGFOR HCI which you want to restore as below. You can quickly find the target restore

point by specifying backup node and selecting “Group by VMs” or “Group by Restore Points” accordingly.

\fi nc h i n Home 4+ Backup/Restore ~ e Ice: Log/Alert 1

VM Restore

0 Restore Point

@ New Job O Monitor & Manage

o Currtyob N

9 History Job

3 Restore Strategy 4 Review & Confirm

% WM Instant Recovery L Restore Points

& Backup Copy
Select target virtual machines to be re:
= Virtual Machines
Restore Point = S— Selected restore points
=4 Group by VMs -
[ 2018-10-23 19:09:12(Full Backup) B
EHE3 Citrix XenServer 9 centos?
i itrix XenServer Backup1(Job has been deleted ) )
IGFOR HCI

ANGFOR HCI Backupl
ANGFOR HCI Backup-Megaplus
=157 centos?

-8 (5 2018-10-23 19:09:12(Full Backup)
el ]3 2018-10-23 22:00:11(Incremental Backup)
i ). 2018-10-24 22:00:12(Incremental Backup)
C ]3 2018-10-25 22:00:12(Incremental Backup)
- ].3 2018-10-26 22:00:13(Incremental Backup)
et ). 2018-10-27 22:00:12(Incremental Backup)
.1 2018-10-28 22:00:13(Incremental Aackin)

A Restore Point has been marked with the name of a backup job. Each backup job name has displayed the backup
time point and backup type (full backup/incremental backup/differential backup) for users to recognize and select.
Choose one restore point under each virtual machine, click “Next”.

Note: You can choose multiple virtual machines to restore at the same time. If one virtual machine has multiple
restore points, you can only choose one point to restore at once.

Restore Destination

Target Host: Select a target host where you want to run the restored VMs. After restored, the VMs will run on the
selected host.

Select 2 host where to run the restored Vivs

Target Host = O 192.168.129.20
L@ [ 192.168.120.30

Expand the virtual infrastructures to select a host where to run the restored VM

Unified Configurations * m o

WM Configurations * &4 centos7_2018-10-23 19:09:12 +

Expand any VM to modify corresponding configurafion info
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Unified Configurations: Enable this function you can set multiple VMs’ storage, network information, and choose

whether to power on the target VM(s) after restoring.

Target Host * E|-° xenserver-xswipdkh (192.168.79.20)
L@ [ xenserver-xswfpdkh: 192.168.79.20

Linfold the virtual infrastructures to select a host where 10 run the restored VM

I Unified Configurations * m | o

Restore to * Auto-select v
Connect to * Auto-select v
Power on target VM after restoring * ﬂ

Please keep the original backed up VM poweroff after enable this function

VM Configurations * Dtest Cent0S_2017-12-26 10:5446

Unfold any VM to modify comesponding configuration info

Single VM Configurations: Select a target VM, you can rename it and pre-set its storage, network information
details as below:

M ns Jzest CentQs 2017-12-26 10/54:45 —
Name&Status Restored VM Name: ~
test_CentOS_2017_12_26_10_54_46
Storage
Network Power on the VM after restoring*

Unfold any VM to modify correspending configuration info

Note: When renaming the VM, make sure there’s no special characters. Any combination of letters, numbers and
underscore characters are recommended.

VM Configurations * L test centos ( 129.12 ) _2018-08-20 131607
Name8Stat
AmesetEE Disk selected VM Disk Total Size Restore To Disk Type Settings
Storage

[localraid 5.4T] test
Metwork centos (7812 ) itest 16GB Auto-select v Same as source v
centos ( 79.12 ) vmdk

Expand any VM to modify corresponding configuration info

v
Note: You can select one more multiple virtual disks to restore by clicking “ . ” when there are multiple disks

are attached to this VM. If you don’t restore the OS disk, there will be no operating system in the restored VM, you
need to re-install a new operating system or mount the data disk to another VM to use.

If choose Auto-select in the “Storage”, the system will automatically choose the biggest storage space. If all the
storages are out of free space, the restore job will fail, and system will remind insufficient space.

VM Configurations * I centos7_3_2123_2018-06-04 11:04:50
Name&Status Disk selected VM Disk Total Size Restore To Disk Type Settings
Slotae cenlus7_3_21[2l§l.i';2_raigso7‘i 2]_2123_0.vmdk 248 AR vl Samaess X
R cenms7_3_21g;zseﬁ3:76_ ?_2123_1 vmac| 268 5 Y| ] samsigssy ¥

When a virtual machine has multiple disks, you can choose individual disks to restore without having to restore all

the disks on the virtual machine by click “ «”.
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You can also choose where to connect the VM network interface to after restoring.

VM Configurations * L test Cent0S_2017-12-26 10:54:46 -

Name&Status VM Network Interface  MAC Address ~ Remain MAC Connect To

Storage 0 fe:b5:a8:35:8c:c5 Auto-select v

Network

Unfold any VM to modify corresponding configuration info

Warning: The SANGFOR platform does not support two VMs sharing one MAC address. Please ensure the original
VM has been deleted before you tick “Remain MAC”.

Restore Strategy

Choose “Restore at once” or Restore as scheduled” as below:

VM Restore

o + Restore Point ° + Restore Destination ° Restore Strategy

Set up restore strategies for the restore job

Restore Strategy * Restore at once v

Restore at once
Restore as scheduled

If choosing “Restore at once”, the restore job will start running after created.

If choosing “Restore as scheduled”, you need to set restore schedules as below. After done, the job will run as

Set up restore strategies for the restore job

Restore Mode * Restore as scheduled v
Schedule * « Restore Strategy (Every Friday, 23:00:005tart, Unrepeat) =
Every Day Every Week Monday Tuesday ‘Wednesday Thursday
Frday | Saturday = Sunday
° Every Week
Start Time 23:00.00 (o]
Every Month
Repeat OFF o

scheduled.

Note: Restore as schedule is not recommended if no special circumstances, because restoring too many VMs will
occupy productive resources.

Review & Confirm

After finish, you are able to review and confirm the settings. Click “Submit” if correct, the restore job creation will
be completed.
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vinchin & BackupRestore v

v Restore Point + Restore Destination v Restore Mode ° Review & Confirm

Please review and confirm your configurations.

Job Name Redhat RHV/OvirRestore

Default jb name could be modified

Restore Point
Restore pointinfo:  Redhat RHV/OviriRestore

192.168.79.60/Data_Center/cluster/Cluster_TEST/vmiwindows_server_2008(2018-01-03 17:10:16)

Restore Destination
Restore Destination©  Restore to192.168.79.60 (Master Node IP:192.168.70.60) -» 79.62: 192.168.79.62

The restored VMs'names are:

Restore Mode

Restore Mode©  Restore as scheduled - Restore Strategy (Every Friday, 23:00:00Start,
Unrepeat)

Note: You can rename the restore job. Make sure all the settings are correct before submitting. If you have chosen”
Restore at once”, the restore job will start running once you submit the job.

Perform Restore Job

After creating a new restore job, you will see this job in the “Current Job List” as below:

Current job
Page ¢ 1 > ofilView 10 v records perpage|Total 10 records Search
Job Name Platform Job Type Creation Time v Status Speed Creator Operation
| Redhat RHVIOvirtRestore1 Redhat RHV/Ovirt Restore 0180103180256 [ - | admin
Rechat RHV/OvirtBackupl Redhat RHV/Ovirt Backup 20180103 164216 DA - admin
VMware vSphereRestore1 VMuware vSphere Restore 2017-12-29 11:56:24 - admin

Click” " you can review the restore schedules of this job as below (if you have set “Restore as scheduled”).

vinchin

& Job List

Page ' of | View 10 v records | Total 2 records Search
Job Mame Plattorm Job Type Creation Time . Status Speed Creator Operation

[E] remat rtviovin Resors Redhat RHWIOvIT Rastore 20180148 03.01:32 - admin

| Schedule: Every Week Friday, 23.00-00 Stant, Unrepeat
Backup Radnat RHVICit Backup 2018.01-08.08:53.15 = admin =

Tip: Click job name you can visw the job datails

Redhat RHV/O

Click “Options” — “Activate job” to start the restore job.

Current job

Page « 1 > of 1] View 10 ¥ records per page| Total 10 records Search
Job Name Platform Job Type Creation Time v Status Speed Creator
[ Redhat RHV/OvintRestora1 Redhat RHV/Ovirt Restore 20180103 18:02:54 = - admin
Schedule: Full Backup: Every Week 5, 23:00:00Start, Unrepeat P Activate Job
Redhat RHV/OvirtBackup1 Redhat RHV/Ovirt Backup 2018-01-03 16:42:16  Pending | = admin W Stop
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If you want to stop this restore job, click “Stop”. Click “Options” again, you can activate or delete this job as you

want.

Current job

# Job List

Page « 1 > of1[View 10 v records perpage|Total 10 records Search
Job Name Platform Job Type Creation Time v Status Speed Creator Operation
E Redhat RHV/OvintRestore1 Redhat RHVIOvirt Restors 2016-01-03 18:0254 - admin

Schedule: Full Backup: Every Week 5, 23-00:00Start, Unrepeat

Current job

Search

Page ¢« 1 » off|View 10 v records per page|Total 10 records

Job Name Platform Job Type Creation Time v Status Speed Creator Operation

Bl Redhat RHV/OvirRestore1 Redhat RHV/Ovirt Restore 2018-01-03 18:02.54 I:I = admin

Schedule: Full Backup: Every Week 5, 23:00:00Stant, Unrepeat Activate Job
Redhat RHV/OvirtBackup1 Redhat RHV/Ovirt Backup 2018-01-03 16:42:16 | Pending | - admin & Delete

When the job is in a running status, click the job name, you will see the job details page.

Currentjob
#* Job List
Page < 1 > of 1| View 10 v records per page| Total 10 records Search
Job Name Platform Job Type Creation Time v Status Speed Creator Operation
] Redhat RHV/OvirtRestore1 Redhat RHV/Ovirt Restore 2018-01-03 18:02:54 33.6MBls admin
[# Redhat RHVIOvirtBackup1 Redhat RHV/Ovirt Backup 2018-01-03 16:42:16 | Pending] - admin
VMware vSphereRestore1 VMware vSphere Restore 2017-12-29 11:56:24 = admin
Job Details
iss Job Flow @ Basic Info
SOMRS Job Name Redhat RHV/OvIfRestore1
29MB/s Job Type : Restore[Redhat RHV/Ovir]
Job Status
20MB/s Total Size : 11.91GB
10MB/s Processed 580.56MB
Start Time: 2018-01-03 18:06:24
OKB/s T
Duration 00:00:32
Job Progress Job finish at 2016-01-03 18:12:32
[ ] 476%

(# Run Log Current Run History Run

B #civaing e rstore b

Run Log: Records the current restore job running progress.

VM List: Shows the current job details including VM Name, Job Type (Restore), VM Size, Data Size, Transfer Size,
Written (The real size that has been restored) , Speed(Data transfer speed), Progress(Job running progress), Status
etc.

History Job: If you've set “Restore at once” for this restore job, this job will be auto-deleted after completing
restoring and shows no data. If you've set “Restore as scheduled”, you can review all the history operations of this

restore job.

Warning: During a restore process, do not power on the VM before the restore job is completed, otherwise the

VM data will be damaged or lost.
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VM Instant Recovery

VM Instant Recovery helps to recover TB sized VMs in 15 secs, all business recovery in 1 min, minimized the
break-off time of critical businesses. When creating a VM Instant Recovery job, make sure there’s available restore
point. If no, please backup target VM(s) with Vinchin Backup & Recovery system first.

Create Instant Recovery Job

Click “VM Instant Recovery” you are coming to the instant recovery new job adding page. Select a target VM
restore point under the SANGFOR HCl which you want to instantly recover as below. You can quickly find the
target restore point by specifying backup node and selecting “Group by VMs” or “Group by Restore Points”
accordingly.

A% i Nc I-l i n # Backup/Restore

VM Instant Recovery

® New Job O Monitor & Manage
LD > M Bacup ot oo I
% VM Restore D History job

¥ VM Insta y [d Restore Paints

Restore Paint Ap by VMs ~

® Backup Copy

B Virtual Machines

LS 2RNITUN nuy

SANGFOR HCI Backupl

75 windwos2008

05 2018-10-23 16:54:53(Full Backup)
[-01(5) 2018-10-26 23:00:12(Full Backup)
SANGFOR HCI Backup-Meqgaplus

= @ VMware vSphere

VMware vSphere Backupl

Please select one restore point of target VM to be instant-restored

Note: You can only select one VM restore point for each instant recovery job.

Select a host as the restore destination where you want to run the instantly recovered VMs, and select the backup
node IP/domain where the backup repository was mounted.

Target Host * E@ 192.168.129.30
@ [ 192.168.129.30

Please select a host where to run the instant-restored VM

Backup Node * 192.168.129.17 v

ease selecl a Dackup node where e resiore point locaied and make sure
t iz connectable with the target host. If not found the right node or the given
node is not connectable, you can manually enter a node address

You can also preset the restored VMs’ name, network connection and whether to power on the VM after restoring.
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VM Configurations * Name&Status Restored VM Name: *

test_CentOS_2017_12_26_10_54_46VIM_Instant_Recovery

Network
Power on the VIM after restoring *
VM Configurations =
9 Name&Status VM Network Interface MAC Address ~ Remain MAC Connect To
Network 0 fe:b5:a8:35:8c:ch Auto-select v

You can also change the job name, click “OK” you are coming to the Current Job List as below:

Page 1> of2IView 10 ¥ records per page|Total 15 records Search
Job Name Platform Job Type Creation Time + Status Speed Creator Operation
Rednat RHV/Ovirtinstant Recavery1 Rednat RHV/Ovirt Instant Recovery 2018-01-05 10:48:23 = admin

Operation details please refer to VM Restore.
Perform Instant Recovery Job

Click “Activate” to activate the Instant Recovery job and click job name to view the job running details as below:

vinchin Home | 4 BackupRestore v

2 admin -

Qurrentiob

Page < 1 > of2|View 10 v records perpage|Total 15 records ame Search
Job Name Platform Job Type Creation Time . Status. Speed Creator Operation
Redhat RHVIOvirt Instant Recovery 2018-01-05 10:48:23 - admin
InCloud Spherelnstant Recovery1 InCloud Sphere Instant Recovery 2018-01-04 17:33:55 admin _
InCloud SphereRestore1 InCloud Sphere Restore 2018-01-04 17:27:00 admin m stop
InCloud SphereBackup2 InCloud Sphere Backup 2018-01-04 17:11:01 admin

vinchin © & BackupRestare ~

ob Details

& VM instant recovery information

—_— —
j—1 —
f—1
f—
—
= o)

Backup Location Restore Location: 192 168 79.20

192.168.101.42

ant_Recovery

@ Run Log

rver host, lp- '192.168.79.20°
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After the job is completed successfully, you can power on the recovered VMs.

If you have preset “power on the VM after restoring”, the VM will be powered on automatically once you activate
the job in 15 seconds.

Log in to SANGFOR management platform, you can see the instantly recovered VM is created in second level, click
“Console” of this vm you will see it is workable:

[ Suspend [] Shut Down (1) Power Off () Reset (& Drive v [ Edit & Hot Keys v Full Screen 7 Refresh

@enUs RO

Log In

ubuntu MATE

Warning: Do not create snapshot on the instantly recovered VM, or change any disk information. Otherwise error
will occur to the VM or it will crash.

If you stop the job when it’s still running, the restored VM will be deleted. System will remind you as below:

1.New written data on the VM will be lost once stop the running instant recovery job
2.To reserve the new written data, please perform a migration job for the target VM
3.Click “Migrate” under Operation options to start migration immediately, or use the
migration tool of the virtualization platforms (e.g. VMware vMotion)

4.Do not select any NFS mounted storage resource for the migrated VM, they will be
auto-deleted

5.1f you don't need to reserve the new written data, you can stop this job at any time

Cancel m

Warning: If you stop the instant recovery job, all the recovered VM information will be deleted (Including newly
increased data during the instant recovery). If you need to reserve the recovered VM and its newly increased data,
do not stop the job until you have migrated them to a safe place.



VM Migration

When performing instant recovery job, the VM and newly increased data can be synchronously migrated to the
production area via Vinchin Backup & Recovery live-migration function without effecting the normal operation of
your business.

Select a normally running instant recovery job and click “Migration” as below:

vinchin Home | & BackupRestore v og/Ale £, admin
Currentiob
Fage < 1 > of2IView 10 v records per page|Total 15 records Search
Job Name Platform Job Type Creation Time . Status speed Creator Operation
Y Rednat RHV/Ovirt Instant Recovery 2018-01-05 10:48:23 m - admin
relnstant Recovery1 InCloud Sphere Instant Recovery 2018-01-04 17:33.55 [ Running| - admin
reRestore1 InCloud Sphere Restore 2018-01-04 17:27:00 = admin W Stop
phereBackup2 InCloud Sphere Backup 2018-01-04 17:11:01 - admin
VMware vSphereRestore3 VMware vSphere Restore 2013-01-04 16:37:53 = admin

Target Host: Select a host where you want to migrate the VM to.

Target Host * £}/ 192.168.79.60 (Master Node IP:192.168.79.60)
@ [] 79.62: 192.168.79.62

Please select a target host where to run the migrated VM

VM Configurations * Name&Status Migration VM Name : *
windows_server_2008_2018_01_04_23_00_00VM_Instant_RecoveryMigratiol
Storage
Network Migration Power on the VM after restoring™

VM Configurations:

“Name & Status” allows you to preset the migrated VM name and whether to power on it after migrating as
below:

VI Configurations * Name&Status Migration VM Name: =
test_CentOS_2017_12_26_10_54_46VM_Instant_RecoveryMigration
Storage
Network Migration Power on the VI after restoring

Note: Make sure there’s no special characters, no more than 60 characters. Any combination
of letters, numbers and underscore characters are recommended.

If choose Auto-select in the “Storage”, the system will automatically choose the biggest storage space. If all the
storages are out of free space, the restore job will fail, and system will remind insufficient space.

VM Configurations * Name&Status VMDisk  Total Size Restore To
Storage test C;ntOS 10GB Auto-select v
Network

The “VM network interface” belongs to the backed up VM. This setup is to band it to a destination host’s network
interface.
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W Configurations = Name&Status

VM Network Interface MAC Address Remain MAC Connect To
Storage 0 fe:bb:aB:35:8c:ch Auto-select v

Network

Note: If tick “Remain MAC”, system will remain the MAC of original backed up VM, not the MAC of
instant-recovered VM.

Click “OK” to start the migration job. You can view the migration job running details in the previous instant

recovery job.

vinchin © Backup/Restore v

Backup Location Restore Location 132 166,75 20
Restored VM name

192.168.101.42
0S_2017_12_26_10

Job Progress

[ . W 19.88%

After migration completed, the migration job will automatically change back to “Instant Recovery Job” and this job
is still in a running status. But the VM in this job is powered off and the business will be taken over by the migrated
VM.

Warning: Do not power on the VM when it is being migrated, otherwise the VM will be damaged.
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Monitor & Manage

Current Job

After creating a new job (backup/restore), you can view and manage the new created job in the current job page.
All the basic information and status of the job will be shown in the current job list. You can activate, stop or delete
the job accordingly. Click “Backup /Restore” — “Current Job”.

Currentjob

@ New Job
# VM Backup
Page < 1 > of 1] View 10 ¥ re &M Restore
Job Name % WM Instant Recovery
VMware vSphereRestore1
VMware vSphereBackup2 VMurare vSphere
VMware vSphereBackup1 VMvrare vSphere

2 Monitor & Manage

& Current Job

D History Jobr

&2 Virtual Machines

L Restore Points

Backup

Backup

You can search the certain job by entering job name in the right top search bar.

Click “Options” to activate or stop the certain job.

Current job

@ Job List

Page 1 s eftIView 10 v records parpage| Total 6 records
Prattorm

VMware vSphere
Vhware vSphere

VMware vSphere

Citrix XenServer

Citrbx XenServer

Citrtx XenServer

Click “ ”, you can review the backup schedules of this job.

Curentjob

Job Type

Restore
Backup
Backup
Instant Racovery
Restore

Backup

Creation Time

20171226 121204

20171226 12.08:56.

20171226 12:08:38

20171226 11:36.25

20171226 11:07-39

20171226 181128

AAAAAAE

spesd

Search
Creator
admin
admin
samn I Activate Incr.
admin = Activate DIt
admin » Activate Full
admin  Stop

Page 1 of 1] View 10 v records per page| Total 6 records
Job Name. Platform

\ VMware vSphere

' VMware vSphere

VMware vSphers

veryl Citrix XenServer

Ci Citrix XenServer

Blci Citrix XenServer
Full Backup: Every Day 23.00.00Start, Unrepeat

Schedule o £
Incremental Backup: Every Day 23:00.00Start, Unrepeat

Retention Policy. Days retention. Retention value is 30

Tip: Click job name you can view the job details

Click the job name, you will see the job running details page as below:

Job Type

Restore
Backup
Backup
Instant Recovery
Restore

Backup

Creation Time

2017-1226 121204

2017-12-26 120856

2017-12:2612:08:38

2017-12:26 11:36:26

2017-12-26 11.07:39

2017-12:2518:11:28

v Status

2=

| Pencng |

Search

Creator Operation

admin © Options +

admin % Options v

s
admin £ Options ~

s
admin & Opions +
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vinchin i © BackupRestore v

s Job Flow

& Repository I -]
il Job Name Citrix XenServersackupl
. 7 BackupiCitrx XenSe
Job Ty, ackup{Cirix XenServer]
26MB/s o= Pl 1
J0MB/s ‘| Job Status [ Running |
5B/ } Total Size 8.05G8
il Processed 790.13M8
Sy j Start Time: 20171226 10:45:55
oKe/s +
Duraticn 00:00:52
4 gres Job finish at 2017-12-26 1055457
L S W 959%

EEWIENE  CurentRun  History Run

ring VMtest CentOSbackup data

mooooono

In the job running page, you can check the job current running details, as well as job history running details.
Click the top right “Back”, you can go back to the current job list.

If you preset the job as run at once, it will disappear from the current job list and system will remind you the job
has been finished. You can find it from the History Job page.

If you preset the job as run as scheduled, it will stay in the current job list when first time job finished, and waiting
for next run automatically.

History Job

Click “Backup/Restore” — “History Job”, you are coming to the history job page. All the performed jobs will be
listed here for you to review the history job running details and status. You can also delete any of the history jobs
when necessary.

vinchin - B0 ]

@ New Job 0 Monitor & Manage

Page < 1 > of2|View 10 vre FYM

Search
No.  Job Name o ) itor  Total Processed written start Time End Time v Status
1 VMware vSphereBackup1 Vhtware vSphers FulBackup admin 13368 13368 72431M8  201712:26120517 2017-1226 12:11:08 =
2 Citrix XenServerinstant Citrix XenServer Migration admin 1.29G8 1.29G6 129G8 20171226 11:46.33 2017-12-26 11:47:32 ==
Recovery1
3 Cirix XenServerRestore1 Citrx XenSenver Restore admin 12968 12968 12568 20171226 11:23:43 2017-12:26 11:25:04 =
®| 4 Citrix XenServerBackup1 Citrix XenServer IncremantalBackup admin 2MB 2MB 532 96KB 20171226 1054:46 2017-12-26 10:55.10 [ success |
5 Citrix Citrix XenServer admin amB 4B 1.13M8 2017-12-26 10.54:09 2017-12-26 10:5433 =3
= 6 Citrix XenServerBackup1 Citrix XenServer FullBackup admin 8.05GB 80568 43968 20171226 10:45:55 2017-12-26 10:53.57 =
7 Cirix XenServerBackup1 Citrx XenSenver FulBackup admin 12568 12968 6S90IMB  2017-1225 174937 2017-1225.17.60.27 =
= 8 VMware vSpherelnstant VMware vSphere Migration admin 1261GB 1261GB 1261GB 20171225 17:16:30 2017-12-2517:21:18 ==
Recovery1
S VMware vSphereRestore! Vhware vSphere Restore admin 126168 126168 126168 2017-12:2516:57:50 2017-12:25 17.0251 =
®| 10 VMware vSphereBackup1 Vwara vSphere IncremantalBackup admin 896KB B96KB 23217KB 2017-12-25 16:36:20 2017-12-25 16:36.32 [ success |
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Note: If you delete any history job from the history job page, it will also be deleted from homepage history job list.

Restore Points

After finishing a backup job successfully, you can view and manage the corresponding restore point from
“Backup/Restore” — “Restore Points”.

vinchin

Restore Point

# Restore Point

# Virtual Infrastructure List

' Bulk Delete

All nodes b

[0 € Citrix Xenserver
O & Citrix XenServerBackupl
O & citrix XenServerBackup2

4 Backup/Restore v

M Instant Recovery

I Monitor & Manage

& Current Job

D Hi

ns
= Virtual Machines

ucture tree on the left

2Find the target VM(s) and corresponding restore points which you want to manage.
3 You can delete single restore point from [Options}-{Delete]
4 You can bulk delete restore points by clicking [Bulk Delete] on the top left

Expand the virtual infrastructure tree, find the target VM you have backed up and click on it, you will see all the

restore points of this VM are listed in the right side of the page.

Restore Point

# Restore Point

@ Virtual Infrastructure List

# Restore Point List

Page <« 1 of1|View 10 v records per page|Total 5 recards
Allnodes v No. Time Point v Type Total Size Backup Size  Remark Operation Mark
1 71226141418 Incramental Backup a8 1138 =y
1 G € Citrix XenServer o id
B8 2 cuix kenservergackup 2 201712:26 140901 Full Backy
2 P 67608 37168 "
€ emrrn e I
[ & (5 2017-12-26 10:45:55(Full Backup) 3 2017-12:26 105446 Incremental Backup ™8 532.96KB & Oplions ~
B 2017-12-26 10:54:09(Incremental Backup) Optioms
£ 2017-12-26 10:54:48(Incremental Backus) 4 20171226 105409 Incremental Backup e 1138 ry—
& (B 2017-12-26 14:09:01(Full Backup) Options
B 2017-12-26 14:14:18(Incremental Backup)
5 20171226 104555 Full Back 67668 37168 =
[ D8 test Centos ull Backup & Opiora ﬁ
=0 & Citrix XenServerBackup2

B0 (@ viware vSphere
O & vMware vSphereBackup2
(O & vhiware vSphereBackupl

Mote: Once marked, the restore point will be reserved permanently.

Click “Options” under Operation, you will be able to remark or delete the point.

Restore Port

 Restore Point

i Virtual Infrastructure List

¥ Restore Point List

Page « 1 > of1|View 10 v records per page|Total 4 records
Al nodes . No. Time Point + Type Total Size Backup Size Remark Operation Mark.
1 2017-12-24 23:00:04 Incremental Backup 08 08 w

£ 0 InCloud Sphere
10 & InCloud SphereBackup2(Job has been deleted ) 2 2017-12-23 23.00:04 Incremental Backup 08 L] o
a8 InCloud SphereBackupl

30 Citrix XenServer 3 2017-12-22 23:00:03 Full Backup 10,668 20268 7
[ O & Citrix XenServerBackup1{Job has been deleted )

30 M Redhat RHV/Ovirt 4 2017121514720 Fuil Backup 5.61GB 2.0268 7
10 & Redhat RHV/OvirtBackup2(Job has been deleted )

Redhat RHV/OvirtBackup1(Job has been deleted )

& VMware vSphereBackupl
centos7.3
©79 2017-12-15 11:47:20(Full Backup)
[ @79 2017-12-22 23:00:03(Full Backup)
s

@0 & H3C CASE{1

Note: Once marked, the restore point will be reserved permanently.

If you want to bulk delete multiple points, you can first select target points from the left tree, and click “Bulk
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Delete”.

Home & Backup/Restore ~

vinchin

Restore Pairt

i Restore Point

£ admin

r Virtual Infrastructure List x Restore FPoint List
Page < 1 > of2|View 10  records perpage|Total 13 records
No. Time Point . Type Total Size Backup Size Remark Operation Mark
1 2018-01-04 23:00:00 Incremental Backup 0B 0B
B @i InCloud Sphere —
GO InCloud SphereBackup2(Job has been deleted ) 2 2017-12-24 23:00:00 Incremental Backup 08 0B
[ 0% Windows_Server_2008 =
| 179 2018-01-04 17:13:48(Full Backup) 3 2071223230000 Incremental Backup 08 08 & Options ~
[ @ InCloud SphereBackup1 = 5
B @23 Cent0S_7 4 20171222 23:00:00 I tal Back 08 B
@79 2017-12-15 17:11:38(Full Backup) nerementa Backup
.~ 32017-12-15 23:00:00(Incremental Backup) "
32017-15-18 23:00:00(Incremental Backup) 5 2017-12-21 22:00:00 Incremental Backup [ 0B
B 2017-12-17 23:00:00(Incremental Backup)
$2017-12-18 23:00:00(Incremental Backup) 6 2017-12-21 14.17:53 Full Backup 946.23MB 471.15MB vr
B 2017-12-19 23:00:00(Incremental Backup)
| |~ 2017-12-20 23:00:00(Incremental Backup) T2 250000 Incremental Badkup | 08 o8 & options -
(5] (9 2017-12-21 14:17:53(Full Backup)
q 8 2017-12-19 23:00:00 Incremental Backup 0B 0B
ol 9 2017-12-18 23:00:00 Incremental Backup 08 [} & Options v
10 & Redhat RHV/OvirtBackup2(Job has been deleted )
[0 & Redhat RHV/OvirtBackup1(Job has been deleted ) 10 2017-12-17 23:00:00 Incremental Backup 08 0B & Options -
EHO @ VMware vSphere
= OHH3C cas
) H3C CASER Note: Once marked, the restore point wil be reserved permanently.

Note:

»  Once deleted, the restore point is not recoverable.

»  If you want to reserve the restore point, you can mark it, it will not be auto-deleted due to retention policy.
»  For XenServer, RedHat RHV/Ovrit, Sangfor HCI, Openstack only full backup restore point can be marked.

»  For VMware, you can mark full backup, incremental backup and differential backup restore point.

» To delete a restore point:

<> For VMware, to delete a full backup restore point, you need to delete corresponding incremental backup or

differential backup restore point.

<~ For XenServer, RedHat RHVOvrit, Openstack and Sangfor HCI when deleting full backup restore point,
corresponding incremental backup or differential backup restore point will be deleted together with full
backup restore point.

Retention Policy for restore points:

<~ For VMware, when activating retention policy, the incremental restore points will be merged first, after the
incremental points are merged or deleted, the full backup point will be auto-deleted due to retention policy.

<> For XenServer, RedHat RHVOvrit, Openstack and Sangfor HCI, retention policy will delete full backup restore
points accordingly, when deleting full backup restore points, corresponding incremental and differential

backup restore points will be deleted together.

Backup Copy (For VMware Only)

Backup copy allows you to copy the restore points to another storage (either in the same host or a different host
locally).To further improve the security of backup data.

Click “Backup Copy” as below, you are coming to the Backup Copy Job List page.
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vinchin PN < Backup/Restore v

# Dashboard @ New Job O Monitor & Manage
A VM Backup @ Current job
& VM Restore D History Job
¥ VM Instant Recovery L Restore Points
@ VM & Repository = Virtwal Machines i

[ RV VI S P .

\Y i I']Chin Home € Backup/Restore v

Backup Copy Copy the backup data to the storage device

& Backup Copy Job List

+ New Job
Page < 1 o of|View 10 v records|Total 2 records
Job Name Platform Destination Speed Progress. Status Creation Time + Operation
Backup Copy-2 Wiware vSphere 65 51Local Disk1(Local Disk, Capacity 199 968, - = 2018-06-05 15:44:20 & Options v
Free Space:138.72GE)
Backup Copy-acaoa VMware vSphere 65 51Local Disk1(Local Disk, Capacity 199 0GB, - - 2018-06-05 15:43:34 & Options ~
Free Space:138.72GE)

Click “New Job” to create a Backup Copy job.

Restore Point: Select the target restore points which you want to copy.

Restore Point * localnost.localdomain(192.168.65.51 2(+ =% Group by VMs v

5 VMware vSphere
& VMware vSphere Backup(vsphere6.7 lan-free)(Job has been deleted )
& VMware vSphere Backup- hendro(Job has been deleted )

E-E Backup Copy-2

—}~4 centos

-9 2018-06-05 15:35:37(Full Backup point)

(@9 2018-06-05 15:35:37(Full Backup point)

i B -06- $307 ull Backup poin

-0 2018-06-05 15:35:37(Full Backup point)

Copy to destination storage: Select a destination storage where you want to store the backup copy.

Copy to destination storage * 65.51Local Disk1(Local Disk, Capacity :199 9GB, Free Space:138.72Gl ¥
65.51Local Disk1(Local Disk, Capacity :199.9GB, Free Space:138.72GB)
Job Name * Backup Copy1

Default job name could be modified.

You can rename the job.

After job is created, click “Activate Job” to start copy your backups.

Vinchin Backup & Recovery | User Guide 59



\fiI'IChi n Home & Backup/Restore ~

£, admin
Backup Copy Copy torsge device
1 Backup Copy Job List
Page < 1 > off|View 10 v records|Total 3 records
Job Name Platiorm Destination Speed Progress Status Creation Time » Operation

Backup Copy-test VMware vSphere 65 .51Local Disk1(Local Disk, Capacity 199 9GB,

Free Space:138.72GEB)

2018-06-11 16:04:37 © Options ~

¥ Achvate Job
Backup Copy-2 Viiware vSphere 65 5 1Local Disk(Local Disk, Capacity 199.9GB, 2018-06-05 15:44:20 —=
Free Space 138 T268)
Backup Copy-aoaca Viiware vSphere 65 51Local Disk(Local Disk, Capacity 199.9G8, - = 2013-06-05 154334

Free Space:138 72GE)

vinchin & BackupRestore +

Activate backup export task.

v
& Backup Copy Job List Aclivate backup export task success

Page « 1 > of 1| View 10 v records|Total 3 records

Job Name Platform Destination Speed

Progress status Creation Time . Operation

Backup Copy-test VMware vSphers 65 51Local Disk1(Local Disk, Capacily 199.9G8, 0.00% 2018-06-11 16:04:37 & Options v
Free Space-13872G8)

Backup Copy-2 Vitware vSphere 65.51Local Disk1(Local Disk, Capacity :199.9G8, - 2018-06-05 15:44:20
Free Space 138 72G8)

Backup Copy-acaca VMware vSphere 65.51Local Disk1(Local Disk, Capacity :199.9GB, - = 2018-06-05 15:43:34 % options v

Free Space:138.72G8)

The backup data will be copied to the destination storage in 1-2 seconds. After finish, you can find the copy data
from the storage.

Virtual Machines

In the Virtual Machines page, you can view all the VMs status you added into Vinchin backup server from “Virtual
Infrastructure”. Click “Backup/Restore” — “Virtual Machines” you are coming to the VM page.

vinchin PV < Backup/Restore ~

# Dashboard > @® New Job O Monitor & Manage
/~ VM Backup & Current Job
< VM Restore 9 History Job
% VM Instant Recowery L Restore Points

@ Backup Copy

€ VM & Repository

BB vM-Protected A

You can manage the unprotected VMs, click “Options” under Operation, you can choose to add the VM to a
current running backup job, or choose to create a new backup job for this VM.

al Machine:

o ML [Eomon | cocer | 7 |
Page 1 > of2|View 10 v records per page| Total 14 records Search
No. VM Name 4 status Latest Backup Job Name Restore Points  Backup Size  Operation

1 H3C CAS (79.30) Unprotected -

2 NFSBSE (795) Unprolected + Aad to current job

3 ovirt_node{79 62) Unprotected * Create new job

4 RHV-owit(79.60) Unprotected

Click “Add to current job”, you can choose a current backup job to add the target VM in as below:
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+ Add VM to backup job

VM Name H3C CAS (79.30)

Add to Job * VMware vSphereBackup2

Add the VM to current backup job

Cancel n

Click “Create new job” you can create a new backup job for the target VM.

Log/Alert

Job Log

Click “Log/Alert” — “Job Log”, you are coming to the job log page, here has listed all the job logs details including
job running status, time and description etc. as below:

=

B System Alet

Page 1 5 of3IView 10 v records per page| Total 26 records Search
No. Job Name Platform Job Type User Time v Status  Description
1 Caix XenServerBackup2 Citrix XenServer Backup admin 20171226 12:18.49 Job Citrbx X verBackupZhas been created
2 VMware vSphoreRestore1 Viware vSphere Restore admin 20171226 121204 | Hormai | T'has beon created
3 VMware vSphereBackup2 VMware vSphere Backup admin 2017-12-26 120856 | Hormal| Z'has been created
4 VMware vSphereBackup! Viware vSphere Backup admin 2017-12-26 120838 tormal VSphersBackupihas been created
5 Ciix XenServorinstant Recovery!  Citrix XenSecver Instant Recovery admin 2017-12:26 113626 EEEE]  JobCh vory Thas bean croated
6  Carix XenServerRestore1 Citrix XenServer Restore admin 2017-12-26 11:22.54 S  Job Cirix X s been stopped
7 Chrix XenServerRestore! Citibe XenServer Restore. admin 2017-12:26 11:07.39 Job Crix X tore 'has been created
8  Cirix XenServerBackupl Citrix XenServer Backup admin 2017-12-26 10 4420 BEEEI Job~ Backup as scheduled has been enabled
9 Cirix XenServerBackup! Cirix XenServer Backup admin 2017-12:26 10.43:16 Job " Citi XenServarBackup Thas baen stopped
10 Cirx XenServerBackup! Citx XenServer Backup admin 2017-12-26 10:40.04 Job ~ Backup as scheduled has been enabled

You can search a certain job to delete by entering the job name via the top right search bar as below:

JobLog
1 Log List
Page ¢ 1 > of3|View 10 v records perpagelTotal 26 records name Search
No. Job Name Platform Job Type User Time Description
v| 1 Ciix XenServerBackup2 Citrix XenServer Backup admin 20171226 12:18:49 Job ‘Citrix XenServerBackup2*has been created
“| 2 VMware vSphereRestorel VMware vSphere Restore admin 2017-12-26 12:42:04 Job 'VMware vSphereRestore Thas been created
vl 3 VMware vSphereBackup2 VMware vSphere Backup admin 20174226 12:08:56 Job "VMware vSphereBackupZhas been created
4 VMware vSphereBackup! Vhiware vSphere Backup admin 2017-12-26 12:08:36 Job 'Viware vSphereBackupThas been created
5 Cilrix XenServerlnstant Recoveryl  Citrix XenServer Instant Recovery admin 20171226 11:36:26 Job ‘Citrix XenServerInstant RecoveryThas been created
6 Gilrix XenServerRestore 1 Gitrix XenServer Restore admin 2017-12-26 11:22:54 Job Citrix XenServerRestore 1 has been stopped
7 Gilrix XenServerRestore 1 Citrix XenServer Restore admin 20171226 11:07:39 Job ‘Citrix XenServerRestorehas been created
8  Citrix XenServerBackupt Citrix XenServer Backup admin 2017-12-26 10:44:20 Job " Backup as scheduled has been enabled
9 Cirix XenServerBackup Citrix XenServer Backup admin 20171226 10:43:16 Job ‘Citrix XenServerBackup ™has been stopped
10 Citix XenServerBackup1 Citrix XenServer Backup admin 2017-12-26 10:40:04 M) Job " Backup as scheduled has been enabled

Note: Once deleted, the job log is not recoverable.
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System Log

Click “Log/Alert” — “System Log”, you are coming to the system log page, here has listed all the system logs

details including status, time and description etc. as below:

& Download System Logs

Page 1 3 of 8| View 10 v records per page| Total 72 racords
No. User Time v Status Description
1 admin 2017-12-26 14.03:40 =3 System login success
2 admin 2017-12-26 12:06:20 | Hormai | Autherizing hestlocalhost localdomain[192.168.64.10] success
3 admin 20171226 12.07:16 == Adding vinual infrastructure 192 168 64.10[192 168.64.10] success *
4 admin 2017-12-26 11:59:43 =3 System login success
5 admin 2017-12:26 11:16:58 | Hormal | Personal information was changed
6 admin 2017-12-26 11:16:37 = Personal information was changed
7 admin 2017-12:26 10:35:21 == System login success
8 admin 2017-12-2517.46:27 m Authorizing host'xenserver-xswipdkh[ 192 20] success
9 admin 2017-12-25 17:46:09 = Adding virtual infrastructure'192.168.7
10 admin 2017-12-25 17:45:45 =3 Adding vinual infrastructure' 192

You can choose target system logs to delete as below:

vinchin 0 Logitlert ~ 25

Page < 1 > of9|View 10 v records per page|Total 85 records

No. User Time . Status Description

1 admin 2018-01-05 11:17:57 Authorizing host cvknode1[192.168.106 6 1] success

2 admin 2018-01-05 11:17:04 Authorizing hostxenserver 7.1 ( 66.72 ) [192.168.66.72]' success

3 admin 2018-01-05 11:17:04 Norm Authorizing hostxenserver 7.1 ( 66.73 ) [192.168.56.73] success

4 admin 2018-01-05 11:16:55 Unauthorizing hostcvknode[192.163.106.611 success

5 admin 2018-01-05 10:41:12 System login success

6  admin 2018-01-04 17:03:26 System login success

7 admin 2018-01-04 16:17:25 Norm System login success

8 admin 2018-01-04 15:43:07 System login success

9 admin 2018-01-04 15:08:05 Unauthorizing hostxenserver 7.1 { 66.72 ) [192.168.66.72] success
10 admin 2018-01-04 15:08:05 Unauthorizing hostxenserver 7.1 { 66.73 ) [192.168.66.73] success

Note: Once deleted, the system log is not recoverable.

If you want to download the system logs, you can click “Download System Logs”, then select backup node and

choose a system log file in a certain day to download as below:
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1 of 1| Visw 10 v records per page|Total 2 records BackupNode  localhost locakdor v

Filename v Size Update Time
system_log_2017-12-26 139.32KB 2017-12-26 14:30:42

system_log_2017-12-25 186.3KB 2017-12-25 1811314

Job Alert

Click “Log/Alert”-"Job Alert”, you are coming to the job alert page. In this page you are able to view each job
running alert including “Notice” “Warning” “Error”, you can also delete them as below:

job Log

°

Page 1 > of2| View 10 v records per page| Total 20 records = e An v Search
No. Job Name Job Type Alert Type  Alert Time v Description Mark Alert Details
1 Citrix XenServerBackup1 Backup Ea 20171226 14:36:31 Job failed [#3122)could not connect to host or poor
2 Cirix XenServerBackup1 Backup 20171226 14:14:41 Job success
3 Cirix XenServerBackup1 Backup 20171226 14:13.09 Job success
4 Vhware vSphereBackup2 Backup 20171226 122401 Job success
5 Citrix XenServerBackup2 Backup 20171226 122326 Job success
6 Citrix XenServerBackup2 Backup 20171226 122264 Job success
7 Citrix XenServerBackup2 Backup 20171226 122029 Job success
8 VMware vSphereBackup1 Backup =3 2017-12-26 12:19.26 Job success Detaits
9 VMware vSphereBackupt Backup 2017-12:26 121757 Job success
10 VMware vSphereBackupt Backup  Notice 20171226 12:11:08 Job success

Note: Once deleted, the job alert is not recoverable.

New job alert is default marked as pending, if you have checked this alert and processed accordingly, you can mark
it as processed by clicking “Mark as Processed”. Click Details you can see the job alert details as below:
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© Basic info r 4

AertiD: 27

JobName:  Citrix XenServerBackup1

Plattorm:  Citrix XenServer

JobType:  Backup

Node:  localnost locaidomain(192.168.101.42)

Repository :  Local Disk1
Alert Type
AlertTime:  2017-12-26 14:36:31

Description :  Job failed [#3122]could not connect to host or
poor
Mark
Processedby | admin
Processed at 2017-12-26 14:38.02

Email Notification

If it is an error alert, you can check the error info from “Log Info” page as below, and you can download the log
details.

 Log Info

201712126 143610 [DEBUG] preparing backup task enviroments.

2017/12/26 14:36:10 [DEBUG] connect to master host or standalone host
ip: 192 168.79.20

2017/12/26 14.36:31 [ERROR: 3122#Xenserver transport error] connect to
pool master host or standalone host error, ip: 192168 79.20.
-_task cpp: 643,

2017/12/26 1436.31 [ERROR: 3122#Xenserver transport error]: prepare
backup task ermor. xenserverixenserver_task cpp: 399, DoBackup

e

System Alert

Click “Log/Alert”-"System Alert”, you are coming to the system alert page. In this page you are able to view system
running alert including “Notice” “Warning” “Error”, you can also delete them as below:
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vinchin

o Lo - _
System Alert job Log

a Alert List ¥ Syst

Page 1 of 1| View 10 v racords perpage| Total 1 records Al
No. AlertType  Alert Time. + Description Mark Alert Details
1 2017-12:26 14:59:55 Backup node ‘localhost localdomain[192 168 64 220 exception.[#184]Service in backup node s restarted, stopped o Details

interrupted

Note: Once deleted, the system alert is not recoverable.

New system alert is default marked as pending, if you have checked this alert and processed accordingly, you can

mark it as processed by clicking “Mark as Processed”. Click Details you can see the system alert details as below:

Q Alert Details

AlertID 1
Alert Type Wecniy
Alert Time 2017-12-26 145955

Descripon . Backup node
Yiocalhnost locaidomain{ 192 168 64 220} exception,
[#184]Service in backup node is restarted,
stopped of interrupted

vark .
Processed by aamin
Processed at 2017-12-26 15.00:57

Email Notification

Admin

Click “Admin” on the top right, you will see several basic settings as below:

vinchin # Home

# Dashboard a

# Change Password
27 .6Hours 46.55GB 17 Jobs @ LockScreen
System Uptime Total Backup History —

- B Hep
© VM & Repository v X £ Job Monitor

My Information

M-Brotecte p Logout
B \v-Protecied 0 ueed sp ol o8 @ Curentob D History Job £ Log
@ - Unprotected B Free Space i T W
L y I X: P3N Pending |
2802268
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My Information

Click “My Information” you can edit email address, phone number and change language (currently support English,

Chinese simple, Chinese Traditional).

vinchin

User Information

@ My Information

Usemame  admin
Email Address 123456@qq.com
Phone Number 12345678900
Language English .

Change Password

Here you can change system login password as below:

vinchin # Home

Change Passwor

@ Change Password

Original password *
MNew password *

Confirm new password *

Lock Screen
Here you can manually lock the system as below:

vinchin

admin
123456@qq.com

—_—

=

% P ,__ _ | Login with other user account?
\ —]
k — =]

Copyright © 2017 Vinchin
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About Us

Here is the link to Vinchin Official Website.

Help

If you need any support during using Vinchin Backup & Recovery, you can contact us via “Help”.

Logout

Click “Logout” to manually log out Vinchin Backup& Recovery system as below:

vinchin

Vinchin Backup & Recovery

& Usermname

8 Password

M Remember password

Login ®

Forg

You can contact the administrator to reset your
password
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vinchin

Contact Information

Head Office

F14, No.19, 3rd Tianfu Street,
Hi-Tech Zone,

Chengdu, China

P.C.610041

Sales

Tel:+86-28-85530156

Email:sales@vinchin.com

Support

Tel:+86-400-9955-698

Email:support@vinchin.com

Website

www.vinchin.com



